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Allgemeine Vertragsbedingungen für das Parkdepot Flex 
 

 
 
Sehr geehrte Kundin, sehr geehrter Kunde, 
 
das Parkdepot Flex dient zur Anlage eines Kapitals. Sie sind unser Vertragspartner für das Parkdepot 
Flex; für unser Vertragsverhältnis gelten die nachfolgenden Bedingungen. 
 
 

Inhaltsverzeichnis 
  

 
Welche Leistung erbringen wir?  § 1
Wie erfolgt die Überschussbeteiligung?  § 2
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Können Sie über Teile des Guthabens vor Ablauf verfügen?  § 4
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Welche Bedeutung hat unsere Bestätigung des Parkdepots Flex?  § 6
Wo und wann erfüllen wir unsere Leistungsverpflichtungen?  § 7
Was gilt für Mitteilungen, die sich auf das Vertragsverhältnis beziehen, und bei Auslandsaufent-
halten? 

 § 8

Welche weiteren Auskunftspflichten haben Sie?  § 9
Welches Recht findet auf Ihren Vertrag Anwendung und wo ist der Gerichtsstand?  § 10
An wen können sie sich bei Fragen oder Beschwerden wenden?  § 11
 
 
 

§ 1 Welche Leistung erbringen wir? 
  

(1) Bei Ablauf oder vorzeitiger Beendigung dieses Parkde-
pots Flex verzinsen wir den gesamten Anlagebetrag zu 
den in unserer Bestätigung des Parkdepots Flex ge-
nannten Zinskonditionen (siehe Absatz 4). Der gesamte 
Anlagebetrag setzt sich zusammen aus dem anfängli-
chen Anlagebetrag und gegebenenfalls zusätzlichen 
Einzahlungen (siehe Absatz 2) abzüglich etwaiger Teil-
auszahlungen (siehe § 4). Der anfängliche Anlagebetrag 
ist die zu Vertragsbeginn vereinbarte Zahlung oder der 
zum Ablauftermin aus einem vorangehenden Parkdepot 
Flex übertragene Auszahlungsbetrag (siehe § 5 Abs. 2) 
auf dieses Parkdepot Flex.  

(2) Sie haben das Recht, während der Vertragslaufzeit zu 
Beginn eines jeden künftigen Kalendermonats zusätzli-
che Einzahlungen in dieses Parkdepot Flex vorzuneh-
men. Der gesamte Anlagebetrag (siehe Absatz 1) darf 
einen Maximalbetrag in Höhe von 1.000.000 € nicht 
überschreiten. 

(3) Wir verzinsen neben dem anfänglichen Anlagebetrag 
auch die zusätzlichen Einzahlungen zeitanteilig bis zum 
Ablauf oder der vorzeitigen Beendigung dieses Parkde-
pots Flex. Die Verzinsung beginnt mit dem Tag nach der 
Gutschrift des anfänglichen Anlagebetrags – frühestens 
jedoch mit dem in der Bestätigung über das Parkdepot 
Flex dafür genannten Tag (siehe § 3 Abs. 2) – bezie-
hungsweise der zusätzlichen Einzahlung auf unserem 
Konto und endet mit dem Tag des vereinbarten Ablaufs 
beziehungsweise der vorzeitigen Beendigung des Park-
depots Flex. Dabei zählt jeder Kalendermonat mit 
30 Tagen. 

(4) Für den anfänglichen Anlagebetrag und die zusätzlichen 
Einzahlungen gelten die gleichen Zinskonditionen, die 
wir Ihnen in unserer Bestätigung zu Beginn dieses Park-
depots Flex mitteilen (siehe § 3 Abs. 1). Eine Bestäti-
gung über eine erfolgte zusätzliche Einzahlung erhalten 
Sie nur mit dem Abrechnungsschreiben bei Ablauf oder 
vorzeitiger Beendigung dieses Parkdepots Flex. Die 
Zinskonditionen für den anfänglichen Anlagebetrag so-
wie für die zusätzlichen Einzahlungen (siehe Absätze 1 
und 2) können vorsehen, dass für verschiedene Teile 
des gesamten Anlagebetrags unterschiedlich hohe 
Zinssätze gelten. Für das Unter- oder Überschreiten des 
Gültigkeitsbereichs eines Zinssatzes ist der jeweilige ge-
samte Anlagebetrag maßgebend, also anfänglicher An-
lagebetrag (siehe Absatz 1) zuzüglich eventueller zu-
sätzlicher Einzahlungen (siehe Absatz 2) und abzüglich 
eventueller Teilauszahlungen (siehe § 4). 

 

§ 2 Wie erfolgt die Überschussbeteiligung? 
  

(1) Wir beteiligen Sie, die übrigen Inhaber eines Kapitalisie-
rungsprodukts wie des Parkdepots Flex und die Versi-
cherungsnehmer an den Überschüssen (Überschuss-
beteiligung). Die Überschussbeteiligung besteht beim 
Parkdepot Flex aus der zeitanteiligen Verzinsung des 
gesamten Anlagebetrags gemäß den in unserer Bestäti-
gung des Parkdepots Flex genannten Zinskonditionen 
(siehe auch § 1 Abs. 4). Entsprechend ist die Über-
schussbeteiligung für den anfänglichen Anlagebetrag 
(siehe § 1 Abs. 1) in dem Ablaufbetrag, den wir Ihnen in 
unserer Bestätigung des Parkdepots Flex nennen, be-
reits berücksichtigt. Sofern Sie während der Vertrags-
laufzeit zusätzliche Einzahlungen (siehe § 1 Abs. 1) vor-
nehmen oder Ihrem Parkdepot Flex Teilauszahlungen 
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entnehmen (siehe § 4), erhöht oder vermindert sich die 
für den Ablauftermin in unserer Bestätigung des Parkde-
pots Flex genannte Überschusszuteilung. Die Über-
schusszuteilung, also die Gutschrift der Zinsen, erfolgt – 
auch im Falle einer oder mehrerer Teilauszahlungen – 
bei Ablauf des Parkdepots Flex. Sofern Sie das Parkde-
pot Flex vorher kündigen, erfolgt die Überschusszutei-
lung zu dem Zeitpunkt, zu dem die Kündigung wirksam 
wird. Eine Beteiligung an den Bewertungsreserven er-
folgt nicht. Die Überschüsse werden nach den Vorschrif-
ten des Handelsgesetzbuches ermittelt und jährlich im 
Rahmen unseres Jahresabschlusses festgestellt. Der 
Jahresabschluss wird von einem unabhängigen Wirt-
schaftsprüfer geprüft und ist unserer Aufsichtsbehörde 
einzureichen. 

(2) Allgemeine Grundsätze und Maßstäbe für die Über-
schussbeteiligung aller Kapitalisierungsprodukte 

a) Die Überschüsse für Kapitalisierungsprodukte wie dem 
Parkdepot Flex stammen überwiegend aus den Erträgen 
der Kapitalanlagen. Von den Nettoerträgen der nach der 
Mindestzuführungsverordnung maßgeblichen Kapitalan-
lagen erhalten die Inhaber von Kapitalisierungsproduk-
ten und die Versicherungsnehmer in ihrer Gesamtheit 
mindestens den dort genannten Anteil. In der derzeitigen 
Fassung der Mindestzuführungsverordnung ist grund-
sätzlich vorgeschrieben, dass den Inhabern von Kapita-
lisierungsprodukten und den Versicherungsnehmern in 
ihrer Gesamtheit mindestens 90 % der Nettoerträge zu-
gutekommen. Aus dem Betrag, der den Inhabern von 
Kapitalisierungsprodukten und den Versicherungsneh-
mern in ihrer Gesamtheit zugutekommt, werden zu-
nächst die Beträge finanziert, die für die garantierten 
Leistungen benötigt werden. Den restlichen Teil des Be-
trags, der den Inhabern von Kapitalisierungsprodukten 
und den Versicherungsnehmern in ihrer Gesamtheit zu-
gutekommt, verwenden wir für die Überschussbeteili-
gung der Inhaber von Kapitalisierungsprodukten und der 
Versicherungsnehmer. Weitere Überschüsse entstehen 
insbesondere dann, wenn die Kosten niedriger sind als 
bei der Tarifkalkulation angenommen. Auch an diesen 
Überschüssen werden die Inhaber von Kapitalisierungs-
produkten und die Versicherungsnehmer nach der ge-
nannten Verordnung angemessen beteiligt, und zwar 
nach der derzeitigen Rechtslage grundsätzlich zu min-
destens 50 %. 

b) Die verschiedenen Formen von Kapitalisierungsproduk-
ten sowie die verschiedenen Versicherungsarten tragen 
unterschiedlich zum Überschuss bei. Wir haben deshalb 
gleichartige Versicherungen zu Bestandsgruppen zu-
sammengefasst, um das jeweils versicherte Risiko zu 
berücksichtigen. Kapitalisierungsprodukte gehören zu 
einer eigenen Bestandsgruppe. Darüber hinaus haben 
wir teilweise nach engeren Gleichartigkeitskriterien in-
nerhalb der Bestandsgruppen Untergruppen gebildet; 
diese werden Gewinnverbände genannt. Die Verteilung 
des Überschusses für die Inhaber von Kapitalisierungs-
produkten und die Versicherungsnehmer auf die einzel-
nen Bestandsgruppen und deren Gewinnverbände ori-
entiert sich daran, in welchem Umfang sie zu seiner Ent-
stehung beigetragen haben. Den Überschuss führen wir 
der Rückstellung für Beitragsrückerstattung zu, soweit er 
nicht in Form der Direktgutschrift bereits unmittelbar den 
überschussberechtigten Verträgen gutgeschrieben wird. 
Diese Rückstellung dient dazu, Ergebnisschwankungen 
im Zeitablauf zu glätten. Sie darf grundsätzlich nur für 
die Überschussbeteiligung der Inhaber von Kapitalisie-
rungsprodukten und Versicherungsnehmer verwendet 
werden. Nur in Ausnahmefällen und mit Zustimmung der 
Aufsichtsbehörde können wir hiervon nach § 140 Abs. 1 
des Versicherungsaufsichtsgesetzes (VAG) abweichen, 
soweit die Rückstellung nicht auf bereits festgelegte 
Überschussanteile entfällt. Nach der derzeitigen Fas-
sung des § 140 Abs. 1 VAG können wir die Rückstellung 
im Interesse der Inhaber von Kapitalisierungsprodukten 
und der Versicherungsnehmer auch zur Abwendung ei-
nes drohenden Notstandes, zum Ausgleich unvorher-

sehbarer Verluste aus den überschussberechtigten Ver-
trägen über Kapitalisierungsprodukte und den über-
schussberechtigten Versicherungsverträgen, sofern die 
Verluste auf allgemeine Änderungen der Verhältnisse 
zurückzuführen sind, oder – sofern die Rechnungs-
grundlagen aufgrund einer unvorhersehbaren und nicht 
nur vorübergehenden Änderung der Verhältnisse ange-
passt werden müssen – zur Erhöhung der Deckungs-
rückstellung1) heranziehen. 

(3) Grundsätze und Maßstäbe für die Überschussbetei-
ligung Ihres Parkdepots Flex 

Das Parkdepot Flex gehört zur Bestandsgruppe „Kapita-
lisierungsgeschäfte“. Zu welchem Gewinnverband inner-
halb dieser Bestandsgruppe Ihr Parkdepot Flex gehört, 
können Sie der Bestätigung über das Parkdepot Flex 
entnehmen, die Sie von uns erhalten. In Abhängigkeit 
von dieser Zuordnung erhält Ihr Parkdepot Flex bei Ab-
lauf oder vorzeitiger Beendigung einen Überschussan-
teil. Der Überschussanteil wird im Verhältnis zum an-
fänglichen Anlagebetrag (§ 1 Abs. 1), eventueller zusätz-
licher Einzahlungen (§ 1 Abs. 1) sowie eventueller Teil-
auszahlungen (§ 4) unter Berücksichtigung der verein-
barten Zinskonditionen (siehe § 1 Abs. 4) gegebenen-
falls zeitanteilig bemessen (siehe § 1 Abs. 3). Die Mittel 
für die Überschussanteile werden bei der Direktgutschrift 
zu Lasten des Ergebnisses des Geschäftsjahres finan-
ziert, ansonsten der Rückstellung für Beitragsrückerstat-
tung entnommen. Die Höhe der Überschussanteilsätze 
wird vom Vorstand unseres Unternehmens auf Vor-
schlag des Verantwortlichen Aktuars festgelegt.  

 

§ 3 Wann beginnt und wann endet der Vertrag über das 
Parkdepot Flex? 

  

(1) Durch Ihren Antrag auf ein Parkdepot Flex und den Zu-
gang unserer Bestätigung über das Parkdepot Flex bei 
Ihnen kommt der Vertrag über das Parkdepot Flex zu-
stande. 

(2) Die Verzinsung des anfänglichen Anlagebetrags beginnt 
an dem in der Bestätigung über das Parkdepot Flex da-
für genannten Tag, sofern der Anlagebetrag bis zu die-
sem Termin bei uns eingegangen ist. Anderenfalls er-
folgt die Verzinsung des anfänglichen Anlagebetrages 
zeitanteilig wie bei einer zusätzlichen Einzahlung, siehe 
§ 1 Abs. 3. Die Gefahr und die Kosten für die Übermitt-
lung des anfänglichen Anlagebetrags und eventueller 
zusätzlicher Einzahlungen tragen Sie. 

(3) Das Parkdepot Flex endet spätestens zum vereinbarten 
Ende seiner Laufzeit. Diesen Termin finden Sie in unse-
rer Bestätigung des Parkdepots Flex.  

(4) Sie können das Parkdepot Flex zu jedem künftigen Ende 
eines Kalendermonats in Textform (z. B. Papierform 
oder E-Mail) vorzeitig beenden. In diesem Fall überwei-
sen wir den vorgezogenen Auszahlungsbetrag auf Ihr zu 
Vertragsbeginn benanntes Referenzkonto bei einer 
Bank. Der vorgezogene Auszahlungsbetrag ergibt sich 
aus dem vorgezogenen Ablaufbetrag nach Abzug der 
von uns gegebenenfalls abzuführenden Kapitalertrag-
steuer, des Solidaritätszuschlags und der Kirchensteuer. 
Der vorgezogene Ablaufbetrag ergibt sich zeitanteilig 
entsprechend der zurückgelegten Vertragsdauer aus 
dem anfänglichen Anlagebetrag (§ 1 Abs. 1) und den 
eventuellen zusätzlichen Einzahlungen (§ 1 Abs. 1) un-
ter Berücksichtigung eventueller Teilauszahlungen (§ 4) 
sowie unter Berücksichtigung der in unserer Bestätigung 

 
 
1) Eine Deckungsrückstellung müssen wir für jedes Kapitalisie-

rungsprodukt und jeden Versicherungsvertrag bilden, um zu je-
dem Zeitpunkt unsere jeweiligen vertraglichen Verpflichtungen er-
füllen zu können. 
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über das Parkdepot Flex genannten Zinskonditionen 
(siehe § 1 Abs. 4 und § 2 Abs. 3). 

 

§ 4 Können Sie über Teile des Guthabens vor Ablauf 
verfügen? 

  

(1) Sofern Sie über Teile Ihres Guthabens (anfänglicher An-
lagebetrag zuzüglich eventueller zusätzlicher Einzahlun-
gen abzüglich eventueller bereits erfolgter Teilauszah-
lungen) in diesem Parkdepot Flex vor Ablauf verfügen 
möchten, den Vertrag jedoch nicht nach § 3 Abs. 4 kün-
digen und damit vollständig vorzeitig beenden wollen, 
können Sie unter Beachtung von Absatz 2 eine entspre-
chende Teilauszahlung verlangen. Eine Teilauszahlung 
können Sie zu jedem künftigen Ende eines Kalendermo-
nats in Textform (z. B. Papierform oder E-Mail) beantra-
gen. Wir überweisen die Teilauszahlung auf Ihr zu Ver-
tragsbeginn benanntes Referenzkonto bei einer Bank. 

(2) Eine Teilauszahlung ist nur möglich, wenn sie sich auf 
mindestens 25 € beläuft und nach der Teilauszahlung im 
Parkdepot Flex das Guthaben noch mindestens 25 € be-
trägt. Eine vorgezogene Auszahlung von Zinsen (Über-
schussanteilen, siehe § 2) erfolgt mit einer Teilauszah-
lung nicht. Eine Bestätigung über eine erfolgte Teilzah-
lung erhalten Sie nur mit dem Abrechnungsschreiben bei 
Ablauf des Parkdepots Flex oder dessen vorzeitiger Be-
endigung nach Ihrer vollständigen Kündigung. 

 

§ 5 Was geschieht mit dem Ablaufbetrag aus dem Park-
depot Flex? 

  

(1) Zum Ablauftermin des Parkdepots Flex ergibt sich der 
Auszahlungsbetrag aus dem Ablaufbetrag nach Abzug 
der von uns gegebenenfalls abzuführenden Kapitaler-
tragsteuer, des Solidaritätszuschlags und der Kirchen-
steuer. Der Ablaufbetrag ergibt sich aus dem anfängli-
chen Anlagebetrag (§ 1 Abs. 1) und aus den eventuellen 
zusätzlichen Einzahlungen (§ 1 Abs. 1) unter Berück-
sichtigung eventueller Teilauszahlungen (§ 4) sowie un-
ter (eventuell zeitanteiliger) Berücksichtigung der in un-
serer Bestätigung über das Parkdepot Flex genannten 
Zinskonditionen (siehe § 1 Abs. 4 und § 2 Abs. 3). 

(2) Zum Ablauftermin wandelt sich der Auszahlungsbetrag 
grundsätzlich in den anfänglichen Anlagebetrag für ein 
dann beginnendes neues Parkdepot Flex, sofern wir ein 
Parkdepot Flex weiterhin anbieten. Die Laufzeit des 
neuen Parkdepots Flex ist gleich der für das bisherige 
Parkdepot Flex vereinbarten Vertragsdauer. Für das 
neue Parkdepot Flex senden wir Ihnen eine neue Bestä-
tigung. Darin geben wir auch an, wie sich der Anlagebe-
trag für das neue Parkdepot Flex unter Berücksichtigung 
von ggf. abzuführenden Steuern aus dem vorherigen 
Parkdepot Flex ergeben hat und wie die Zinskonditionen 
für das neue Parkdepot Flex lauten. Für das neue Park-
depot Flex gelten die Allgemeinen Vertragsbedingungen, 
wie wir sie zum Ablauftermin des vorherigen Parkdepots 
Flex bei Abschluss eines Vertrages über das Parkdepot 
Flex vereinbaren. Sofern sich die Allgemeinen Vertrags-
bedingungen für das Parkdepot Flex gegenüber den zu-
vor geltenden geändert haben, teilen wir Ihnen die neu-
en maßgeblichen Allgemeinen Vertragsbedingungen für 
das Parkdepot Flex mit. 

(3) Wenn Sie den Abschluss eines neuen Vertrages über 
das Parkdepot Flex nicht wünschen, überweisen wir den 
Auszahlungsbetrag am Ablauftermin auf Ihr zu Vertrags-
beginn benanntes Referenzkonto bei einer Bank. Glei-
ches gilt, wenn wir zum Ablauftermin ein Parkdepot Flex 
nicht mehr anbieten oder aus anderen Gründen dem 
Abschluss eines neuen Vertrages über das Parkdepot 
Flex widersprechen. Auch wenn Sie erst nach Erhalt der 
Bestätigung über das neue Parkdepot Flex mit diesem 
nicht einverstanden sind und uns das anschließend in-
nerhalb eines Monats nach Erhalt der Bestätigung über 

das Parkdepot Flex mitteilen, rechnen wir das vorherige 
Parkdepot Flex zum ursprünglichen Ablauftermin ab und 
überweisen den zugehörigen Auszahlungsbetrag auf Ihr 
zu Vertragsbeginn benanntes Referenzkonto bei einer 
Bank. 

 

§ 6 Welche Bedeutung hat unsere Bestätigung des 
Parkdepots Flex? 

  

Den Inhaber der Bestätigung über das Parkdepot Flex 
können wir als berechtigt ansehen, über die Rechte aus 
dem Parkdepot Flex zu verfügen, insbesondere Leistun-
gen in Empfang zu nehmen. Wir können aber auch ver-
langen, dass uns der Inhaber der Bestätigung über das 
Parkdepot Flex seine Berechtigung nachweist. 

 

§ 7 Wo und wann erfüllen wir unsere Leistungsverpflich-
tungen? 

  

Erfüllungsort für die Leistung ist der Sitz unserer Gesell-
schaft oder unserer jeweiligen Kundenservice-Direktion. 
Die Kosten einer Überweisung unserer Leistung trägt 
der Empfangsberechtigte; die Gefahr tragen wir, außer 
bei Überweisungen in das Ausland. 

 

§ 8 Was gilt für Mitteilungen, die sich auf das Vertrags-
verhältnis beziehen, und bei Auslandsaufenthalten? 

  

(1) Mitteilungen, die das Vertragsverhältnis über das Park-
depot Flex betreffen, müssen stets in Textform (z. B. 
Papierform oder E-Mail) erfolgen. Für uns bestimmte 
Mitteilungen werden wirksam, sobald sie uns, der Gene-
rali Deutschland Lebensversicherung AG, zugegangen 
sind. Versicherungsvertreter sind zu ihrer Entgegen-
nahme nicht bevollmächtigt. 

(2) Eine Änderung Ihrer Postanschrift oder Ihres Namens 
müssen Sie uns unverzüglich (d. h. ohne schuldhaftes 
Zögern) mitteilen. Anderenfalls können für Sie durch Zu-
stellungsprobleme Nachteile entstehen. 

(3) Wenn Sie sich längere Zeit außerhalb der Bundesrepub-
lik Deutschland aufhalten, bitten wir Sie, uns eine im In-
land ansässige Person zu benennen, die bevollmächtigt 
ist, unsere Mitteilungen für Sie entgegenzunehmen (Zu-
stellungsbevollmächtigter). 

 

§ 9 Welche weiteren Auskunftspflichten haben Sie? 
  

(1) Sofern wir aufgrund gesetzlicher Regelungen zur Erhe-
bung, Speicherung, Verarbeitung und Meldung von In-
formationen und Daten zu Ihrem Vertrag verpflichtet 
sind, müssen Sie uns die hierfür notwendigen Informati-
onen, Daten und Unterlagen  
 bei Vertragsabschluss,  
 bei Änderung nach Vertragsabschluss oder  
 auf Nachfrage  
unverzüglich (d. h. ohne schuldhaftes Zögern) zur Ver-
fügung stellen. Sie sind auch zur Mitwirkung verpflichtet, 
soweit der Status dritter Personen, die Rechte an ihrem 
Vertrag haben, für Datenerhebungen und Meldungen 
maßgeblich ist. 

(2) Notwendige Informationen im Sinne von Absatz 1 sind 
beispielsweise Umstände, die für die Beurteilung 
 Ihrer persönlichen steuerlichen Ansässigkeit, 
 der steuerlichen Ansässigkeit dritter Personen, die 

Rechte an Ihrem Vertrag haben und 
 der steuerlichen Ansässigkeit des Leistungsempfän-

gers 

- 5 -



 

AVB Parkdepot (01.22) / 4 

maßgebend sein können. 

Dazu zählen insbesondere die deutsche oder ausländi-
sche(n) Steueridentifikationsnummer(n), das Geburtsda-
tum, der Geburtsort und der Wohnsitz. Details zu in 
Deutschland geltenden Steuerregelungen können Sie 
den „Hinweisen für den Inhaber eines Parkdepots Flex“ 
entnehmen. 

(3) Falls Sie uns die notwendigen Informationen, Daten und 
Unterlagen nicht oder nicht rechtzeitig zur Verfügung 
stellen, gilt Folgendes: Bei einer entsprechenden gesetz-
lichen Verpflichtung melden wir Ihre Vertragsdaten an 
die zuständigen in- oder ausländischen Steuerbehörden. 
Dies gilt auch dann, wenn ggf. keine steuerliche Ansäs-
sigkeit im Ausland besteht. 

(4) Eine Verletzung Ihrer Auskunftspflichten gemäß den Ab-
sätzen 1 und 2 kann dazu führen, dass wir unsere Leis-
tung nicht zahlen. Dies gilt solange, bis Sie uns die für 
die Erfüllung unserer gesetzlichen Pflichten notwendigen 
Informationen zur Verfügung gestellt haben. 

 

§ 10 Welches Recht findet auf Ihren Vertrag Anwendung, 
und wo ist der Gerichtsstand? 

  

(1) Auf Ihren Vertrag findet das Recht der Bundesrepublik 
Deutschland Anwendung. 

(2)  Unsere Leistungspflicht besteht – unbeschadet der übri-
gen Vertragsbestimmungen – nur, soweit und solange 
dem keine auf die Vertragsparteien direkt anwendbaren 
Wirtschafts-, Handels- oder Finanzsanktionen bzw. Em-
bargos der Europäischen Union oder der Bundesrepub-
lik Deutschland entgegenstehen. Dies gilt auch für Wirt-
schafts-, Handels- oder Finanzsanktionen bzw. Embar-
gos der Vereinigten Staaten von Amerika, soweit dem 
nicht Rechtsvorschriften der Europäischen Union oder 
der Bundesrepublik Deutschland entgegenstehen. 

(3) Für Klagen aus dem Vertrag über das Parkdepot Flex 
gegen uns ist das Gericht zuständig, in dessen Bezirk un-
ser Geschäftssitz liegt. Zuständig ist auch das Gericht, in 
dessen Bezirk Sie zur Zeit der Klageerhebung Ihren 
Wohnsitz haben. Wenn Sie keinen Wohnsitz haben, ist 
der Ort Ihres gewöhnlichen Aufenthalts maßgeblich. 

(4) Klagen aus dem Vertrag gegen Sie müssen wir bei dem 
Gericht erheben, das für Ihren Wohnsitz zuständig ist. 
Wenn Sie keinen Wohnsitz haben, ist der Ort Ihres ge-
wöhnlichen Aufenthalts maßgeblich. 

(5) Verlegen Sie Ihren Wohnsitz oder den Ort Ihres gewöhn-
lichen Aufenthalts in das Ausland, sind für Klagen aus 
dem Vertrag die Gerichte des Staates zuständig, in dem 
wir unseren Sitz haben. Dies gilt ebenso, wenn der In-
haber des Parkdepots Flex eine juristische Person ist, 
die ihren Sitz ins Ausland verlegt.  

 

§ 11 An wen können Sie sich bei Fragen oder Beschwer-
den wenden?  

 

(1) Wir möchten, dass Sie mit uns zufrieden sind. Unser 
Kundenservice ist ausgezeichnet – Ihre Anliegen neh-
men wir sehr ernst. Wenn Sie mit uns einmal nicht zu-

frieden sind, stehen Ihnen derzeit insbesondere die 
nachfolgenden Beschwerdemöglichkeiten offen: 

(2) Sie können sich mit Ihren Fragen oder Beschwerden an 
Ihren Vermögensberater wenden. Er (oder sie) ist gerne 
bereit, Ihnen behilflich zu sein. 

(3) Unser Beschwerdemanagement  
Bitte melden Sie sich jederzeit mit Ihrem Anliegen oder 
Ihrer Beschwerde direkt bei Ihrer Kundenservice-Direk-
tion. Die Adresse und Telefonnummer finden Sie in dem 
Begleitschreiben zu unserer Bestätigung des Parkdepots 
Flex. Darüber hinaus können Sie sich auch über unsere 
Internetseite oder unsere E-Mailadresse an uns wenden. 
Diese lauten derzeit: 

www.generali.de/feedback 
E-Mail: bittebesser.de@generali.com 

Sollte Ihr Problem auf diesem Wege nicht zu lösen sein, 
schreiben Sie bitte unserem Vorstand. Die derzeitigen 
Kontaktdaten sind: 

Vorstand der 
Generali Deutschland Lebensversicherung AG, 
Adenauerring 7  
81737 München 

Wir sind sicher, dass wir gemeinsam mit Ihnen Ihr Anlie-
gen oder Ihre Beschwerde klären werden. 

(4) Versicherungsombudsmann 
Wenn Sie aber mit unserer Entscheidung nicht einver-
standen sind, können Sie als unabhängigen und neutra-
len Schlichter den Versicherungsombudsmann anspre-
chen. Diesen erreichen Sie derzeit wie folgt: 

Versicherungsombudsmann e. V. 
Postfach 08 06 32 
10006 Berlin 
www.versicherungsombudsmann.de 
E-Mail: beschwerde@versicherungsombudsmann.de 

Der Ombudsmann für Versicherungen ist eine unabhän-
gige Schlichtungsstelle. Er überprüft neutral, schnell und 
unbürokratisch die Entscheidungen der Versicherer. Für 
Sie als Verbraucher arbeitet er kostenfrei. 

(5) Versicherungsaufsicht 
Sie können sich mit Ihrer Beschwerde auch an die für 
uns zuständige Aufsicht wenden. Die derzeitigen Kon-
taktdaten sind: 

Bundesanstalt für Finanzdienstleistungsaufsicht 
(BaFin) 
– Versicherungs- und Pensionsfondsaufsicht – 
Graurheindorfer Str. 108 
53117 Bonn 
E-Mail: poststelle@bafin.de 

Die BaFin ist allerdings keine Schiedsstelle und ihre 
Entscheidung in einzelnen Streitfällen nicht verbindlich. 

(6) Rechtsweg 
Ihre Möglichkeit, den Rechtsweg zu beschreiten, bleibt 
hiervon unberührt. 
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Hinweise für den Parkdepotinhaber 
 

 
 
 

1. Welche Kosten sind in Ihr Parkdepot Flex einge-
rechnet?  

  

Die Kosten haben wir bei dem Ihnen genannten Zinskonditio-
nen bereits berücksichtigt. Weitere Kosten fallen nicht an. 

 

2. Sind Ihre vertraglichen Ansprüche abgesichert? 
  

Zur Absicherung der Ansprüche aus Lebensversicherungen 
und Parkdepots besteht ein gesetzlicher Sicherungsfonds, der 
bei der Protektor Lebensversicherungs-AG, Wilhelm-
str. 43 / 43 G, 10117 Berlin, www.protektor-ag.de, errichtet ist. 
Im Sicherungsfall wird die Aufsichtsbehörde die Verträge auf 
den Sicherungsfonds übertragen. Durch den Fonds sind ins-
besondere die Ansprüche der Parkdepotinhaber und hieraus 
begünstigter Personen geschützt. Die Generali Deutschland 
Lebensversicherung AG gehört dem Sicherungsfonds an. 

 

3. An wen können Sie sich bei Fragen oder Beschwer-
den wenden? 

  

Wir möchten, dass Sie mit uns zufrieden sind. Unser Kunden-
service ist ausgezeichnet – Ihre Anliegen nehmen wir sehr 
ernst. Wenn Sie mit uns einmal nicht zufrieden sind, stehen 
Ihnen derzeit insbesondere die nachfolgenden Beschwerde-
möglichkeiten offen. Sie können sich mit Ihren Fragen oder 
Beschwerden an Ihren Vermögensberater wenden. Er (oder 
sie) ist gerne bereit, Ihnen behilflich zu sein. 
Unser Beschwerdemanagement 
Bitte melden Sie sich jederzeit mit Ihrem Anliegen oder Ihrer 
Beschwerde direkt bei Ihrer Kundenservice-Direktion. Die Ad-
resse und Telefonnummer finden Sie in dem Begleitschreiben 
zu unserer Parkdepot-Bestätigung. Darüber hinaus können 
Sie sich auch über unsere Internetseite oder unsere E-
Mailadresse an uns wenden. Diese lauten derzeit: 

www.generali.de/feedback  
E-Mail: bittebesser.de@generali.com 

Sollte Ihr Problem auf diesem Wege nicht zu lösen sein, 
schreiben Sie bitte unserem Vorstand. Die derzeitigen Kon-
taktdaten sind: 

Vorstand der 
Generali Deutschland Lebensversicherung AG 
Adenauerring 7 
81737 München 

Wir sind sicher, dass wir gemeinsam mit Ihnen Ihr Anliegen 
oder Ihre Beschwerde klären werden. 

Versicherungsombudsmann 
Wenn Sie aber mit unserer Entscheidung nicht einverstanden 
sind, können Sie als unabhängigen und neutralen Schlichter 
den Versicherungsombudsmann ansprechen: 

Versicherungsombudsmann e. V. 
Postfach 08 06 32 
10006 Berlin 
www.versicherungsombudsmann.de 
E-Mail: beschwerde@versicherungsombudsmann.de 

Der Ombudsmann für Versicherungen ist eine unabhängige 
Schlichtungsstelle. Er überprüft neutral, schnell und unbüro-

kratisch die Entscheidungen der Versicherer. Für Sie als Ver-
braucher arbeitet er kostenfrei. 

Versicherungsaufsicht 
Sie können Ihre Beschwerde auch an die für uns zuständige 
Aufsicht wenden. Die derzeitigen Kontaktdaten sind: 

Bundesanstalt für Finanzdienstleistungsaufsicht (BaFin) 
– Versicherungs- und Pensionsfondsaufsicht – 
Graurheindorfer Str. 108 
53117 Bonn, 

richten. Die BaFin ist allerdings keine Schiedsstelle und ihre 
Entscheidung in einzelnen Streitfällen nicht verbindlich. 

Rechtsweg 
Ihre Möglichkeit, den Rechtsweg zu beschreiten, bleibt hier-
von unberührt. 

 

4. Welche Einkommensteuerregelungen gelten allge-
mein für Ihr Parkdepot Flex? 

  

Die nachstehenden Angaben über die Steuerregelungen für 
privat abgeschlossene Verträge gelten insoweit, als das deut-
sche Steuerrecht Anwendung findet. Letzteres setzt grund-
sätzlich voraus, dass der Parkdepotinhaber seinen Wohnsitz 
oder gewöhnlichen Aufenthalt in Deutschland hat. 
Bei den Ausführungen handelt es sich lediglich um allgemeine 
Angaben. Verbindliche Auskünfte über die steuerliche Be-
handlung des Parkdepots Flex dürfen Ihnen außer dem zu-
ständigen Finanzamt nur die im Steuerberatungsgesetz be-
zeichneten Personen (insbesondere Steuerberater) erteilen. 
Unsere Vermittler sind nicht befugt, Sie steuerlich zu beraten. 
Für die Richtigkeit und Vollständigkeit dieser Informationen 
sowie für Angaben von Vermittlern zu steuerlichen Fragen 
übernehmen wir keine Haftung. 
Die Ausführungen entsprechen dem Stand September 2021 
der Steuergesetzgebung. Die Anwendung der Steuerregelun-
gen auf den jeweiligen Vertrag kann sich auch während der 
Laufzeit des Vertrags noch ändern. Insbesondere kann sich 
aus der Änderung von Gesetzen, Verordnungen und Verwal-
tungsanweisungen oder auch der Rechtsprechung während der 
weiteren Vertragslaufzeit eine abweichende steuerliche Be-
handlung ergeben. 
Erträge aus dem Parkdepot Flex gelten einkommensteuerlich 
als „Erträge aus sonstigen Kapitalforderungen“ und sind nach 
§ 20 Abs. 1 Nr. 7 Einkommensteuergesetz (EStG) in voller 
Höhe zu versteuern.  
Alle steuerpflichtigen Kapitaleinkünfte im Privatvermögen 
unterliegen grundsätzlich der so genannten Abgeltungsteu-
er. Dies bedeutet, dass wir als Schuldner der Kapitalerträge 
die Steuer einbehalten und an das Finanzamt abführen 
müssen; damit ist die zugehörige Steuerschuld grundsätz-
lich abgegolten. Die Abgeltungsteuer setzt sich zusammen 
aus der Kapitalertragsteuer in Höhe von 25 % und dem hie-
rauf entfallenden Solidaritätszuschlag von 5,5 %. Sollte der 
Steuerpflichtige allerdings einen persönlichen Einkommen-
steuersatz von weniger als 25 % haben, kann er die einbehal-
tene Steuer in seiner Einkommensteuererklärung geltend ma-
chen und sich die zu viel gezahlte Steuer vom Finanzamt er-
statten lassen. 
Falls Sie einer steuererhebenden Religionsgemeinschaft an-
gehören, erhöht sich die Abgeltungsteuer noch um die Kir-
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chensteuer (KiSt). Sie beträgt 9 % der Kapitalertragsteuer 
bzw. – bei einem Wohnsitz in Bayern oder Baden-Württem-
berg – 8 %. Von diesem Betrag sind wiederum 25 % als Son-
derausgaben steuerlich absetzbar. Dadurch ermäßigt sich der 
Kapitalertragsteuersatz von 25 % auf 24,45 % bei einem KiSt-
Satz von 9 % bzw. auf 24,51 % bei einem KiSt-Satz von 8 %. 
Wir sind gesetzlich verpflichtet, beim Bundeszentralamt für 
Steuern (BZSt) anzufragen, ob Sie einer steuererhebenden 
Religionsgemeinschaft angehören. Die Abfrage erfolgt zwei 
Monate nach Vertragsbeginn (so genannte Anlassabfrage bei 
Begründung einer Geschäftsbeziehung) sowie zum Stichtag 
31.08. (Regelabfrage). Falls Sie nicht möchten, dass das 
BZSt uns Ihre Religionszugehörigkeit mitteilt, können Sie dem 
beim BZSt widersprechen. Dazu steht Ihnen der amtlich vor-
geschriebene Vordruck unter www.formulare-bfinv.de unter 
dem Stichwort ‚Kirchensteuer‘ zur Verfügung. Diese „Sperr-
vermerkserklärung“ ist von Ihnen ausgefüllt und unterschrie-

ben rechtzeitig beim BZSt einzureichen. Ihre Erklärung für die 
Regelabfrage ist rechtzeitig, falls sie bis zum 30.06. beim 
BZSt eingeht. Damit ist die Übermittlung Ihrer Religionszuge-
hörigkeit gesperrt und wir führen keine Kirchensteuer für Sie 
ab. Stattdessen informiert das BZSt das für Sie zuständige 
Finanzamt über Ihre Sperre. Dieses wird Sie dann auffordern, 
Angaben zur Abgeltungsteuer zu machen, um darauf die Kir-
chensteuer zu erheben. 
Die sich insgesamt ergebende Steuerschuld verringert sich 
oder entfällt sogar ganz, wenn der Steuerpflichtige uns einen 
Freistellungsauftrag für die Kapitalerträge oder eine Nichtver-
anlagungsbescheinigung einreicht. Ein Freistellungsauftrag 
kann bis zur Höhe des so genannten Sparer-Pauschbetrags 
von 801 € für Ledige bzw. 1.602 € für zusammen veranlagte 
Ehegatten / eingetragene Lebenspartner erteilt werden. 
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Datenschutzhinweise

Mit diesen Hinweisen informieren wir Sie über die Verarbeitung Ihrer 
personenbezogenen Daten durch die Generali Deutschland Lebens-
versicherung AG und die Ihnen nach dem Datenschutzrecht zuste-
henden Rechte.

Verantwortlicher für die Datenverarbeitung

Generali Deutschland Lebensversicherung AG
Adenauerring 7
81737 München
Telefon: 089 5121-0
E-Mail: service@generali.de

Unseren Datenschutzbeauftragten erreichen Sie per Post unter 
der o.g. Adresse mit dem Zusatz Datenschutzbeauftragter oder per 
E-Mail unter:

datenschutzbeauftragter.de@generali.com

Zwecke und Rechtsgrundlagen der Datenverarbeitung

Wir verarbeiten Ihre personenbezogenen Daten unter Beachtung 
der EU-Datenschutz-Grundverordnung (DSGVO), des Bundesdaten
schutzgesetzes (BDSG), der datenschutzrechtlich relevanten Be-
stimmungen des Versicherungsvertragsgesetzes (VVG) sowie aller 
weiteren maßgeblichen Gesetze. Darüber hinaus hat sich unser 
Unternehmen auf die „Verhaltensregeln für den Umgang mit perso-
nenbezogenen Daten durch die deutsche Versicherungswirtschaft“ 
(Code of Conduct Datenschutz) verpflichtet, die die oben genannten 
Gesetze für die Versicherungswirtschaft präzisieren. Diese können Sie 
im Internet unter https://www.generali.de/datenschutz abrufen.

Fordern Sie Informationen z. B. zu unserem Unternehmen oder zu 
Produkten oder Leistungen unseres Unternehmens an, benötigen wir 
die von Ihnen hierbei gemachten Angaben für die Bearbeitung Ihres 
Anliegens. Falls Sie eine Beratung wünschen, benötigen wir Ihre An-
gaben zur Weitergabe an unseren Vertriebspartner.

Stellen Sie einen Antrag auf Versicherungsschutz, benötigen wir die 
von Ihnen hierbei gemachten Angaben für den Abschluss des Ver-
trages und zur Einschätzung des von uns zu übernehmenden Risikos. 
Kommt der Versicherungsvertrag zustande, verarbeiten wir diese 
Daten zur Durchführung des Vertragsverhältnisses, z. B. zur Policie-
rung oder Rechnungsstellung. Angaben zum Leistungsfall benötigen 
wir etwa, um prüfen zu können, ob ein Versicherungsfall eingetreten 
und wie hoch der Schaden ist.

Die Bearbeitung Ihres Anliegens bzw. der Abschluss und die 
Durchführung des Versicherungsvertrages ist ohne die Verarbei-
tung Ihrer personenbezogenen Daten nicht möglich. 

Darüber hinaus benötigen wir Ihre personenbezogenen Daten zur 
Erstellung von versicherungsspezifischen Statistiken, z. B. für die 
Entwicklung neuer Tarife oder zur Erfüllung aufsichtsrechtlicher Vor-
gaben.

Rechtsgrundlage für diese Verarbeitungen personenbezogener Daten 
für vorvertragliche und vertragliche Zwecke ist Art. 6 Abs. 1 b) DSGVO. 
Soweit dafür besondere Kategorien personenbezogener Daten (z. B. 
Ihre Gesundheitsdaten bei Abschluss eines Lebensversicherungs-
vertrages) erforderlich sind, holen wir Ihre Einwilligung nach Art. 9 
Abs. 2 a) i. V. m. Art. 7 DSGVO ein. Erstellen wir Statistiken mit diesen 
Datenkategorien, geschieht dies auf Grundlage von Art. 9 Abs. 2 j) 
DSGVO i. V. m. § 27 BDSG. Eine erteilte Einwilligung kann jederzeit 
widerrufen werden. Dies gilt auch für den Widerruf von Einwilligungs-
erklärungen, die gegebenenfalls vor der Geltung der DSGVO, also vor 
dem 25.05.2018, uns gegenüber erteilt worden sind.

Ihre Daten verarbeiten wir auch, um berechtigte Interessen von uns 
oder von Dritten zu wahren (Art. 6 Abs. 1 f) DSGVO). Dies kann insbe-
sondere erforderlich sein:

– � zur Gewährleistung der IT-Sicherheit und des IT-Betriebs,

– � zur Werbung für unsere eigenen Versicherungsprodukte sowie für 
Markt- und Meinungsumfragen,

– � zur Verhinderung und Aufklärung von Straftaten; insbesondere 
nutzen wir Datenanalysen zur Erkennung von Hinweisen, die auf 
Versicherungsmissbrauch hindeuten können.

Darüber hinaus verarbeiten wir Ihre personenbezogenen Daten 
zur Erfüllung gesetzlicher Verpflichtungen wie z. B. aufsichts- und 
geldwäscherechtlicher Vorgaben, handels- und steuerrechtlicher 
Aufbewahrungspflichten oder unserer Beratungspflicht. Als Rechts-
grundlage für die Verarbeitung dienen in diesem Fall die jeweiligen 
gesetzlichen Regelungen i. V. m. Art. 6 Abs. 1 c) DSGVO.

Sollten wir Ihre personenbezogenen Daten für einen oben nicht ge-
nannten Zweck verarbeiten wollen, werden wir Sie im Rahmen der 
gesetzlichen Bestimmungen darüber zuvor informieren.

Kategorien von Empfängern der personenbezogenen Daten

Rückversicherer:
Von uns übernommene Risiken versichern wir bei speziellen Versiche-
rungsunternehmen (Rückversicherer). Dafür kann es erforderlich sein, 
Ihre Vertrags- und ggf. Leistungsfalldaten an einen Rückversicherer zu 
übermitteln, damit dieser sich ein eigenes Bild über das Risiko oder 
den Versicherungsfall machen kann. Darüber hinaus ist es möglich, 
dass der Rückversicherer unser Unternehmen aufgrund seiner be-
sonderen Sachkunde bei der Risiko- oder Leistungsprüfung sowie bei 
der Bewertung von Verfahrensabläufen unterstützt. Wir übermitteln 
Ihre Daten an den Rückversicherer nur soweit dies für die Erfüllung 
unseres Versicherungsvertrages mit Ihnen erforderlich ist bzw. im zur 
Wahrung unserer berechtigten Interessen erforderlichen Umfang. 
Nähere Informationen können Sie von unseren Rückversicherern

–	 Generali Deutschland AG, Adenauerring 7, 81737 München

–	 General Reinsurance AG, Theodor-Heuss-Ring 11, 50668 Köln

–	 Münchener Rückversicherungs-Gesellschaft Aktiengesellschaft 
in München, Königinstraße 107, 80802 München

–	 Swiss Re Europe S.A., Niederlassung Deutschland, Arabella
straße 30, 81925 München

erhalten.

Vermittler/Vermögensberater:
Soweit sich im Rahmen der Bearbeitung Ihres Anliegens die Notwen-
digkeit zur Einbeziehung eines Vermittlers/Vermögensberaters ergibt, 
verarbeitet Ihr Vermittler/Vermögensberater die zum Abschluss und 
zur Durchführung des Vertrages benötigten Antrags- und Vertrags-
daten. Gleiches gilt, wenn Sie hinsichtlich Ihrer Versicherungsver-
träge von einem Vermittler/Vermögensberater betreut werden. Auch 
übermittelt unser Unternehmen diese Daten an die Sie betreuenden 
Vermittler/Vermögensberater, soweit diese die Informationen zu Ihrer 
Betreuung und Beratung in Ihren Versicherungs- und Finanzdienst
leistungsangelegenheiten benötigen.

Datenverarbeitung in der Unternehmensgruppe:
An die Muttergesellschaft unseres Konzerns können wir Daten auf-
grund gesetzlicher Verpflichtung nach dem Geldwäschegesetz über-
tragen; darüber hinaus nehmen spezialisierte Unternehmen bzw. 
Bereiche unserer Unternehmensgruppe nehmen bestimmte Datenver-
arbeitungsaufgaben für die in der Gruppe verbundenen Unternehmen 
zentral wahr. Soweit ein Versicherungsvertrag zwischen Ihnen und 
einem oder mehreren Unternehmen unserer Gruppe besteht, können 
Ihre Daten etwa zur zentralen Verwaltung von Anschriftendaten, für 
den telefonischen Kundenservice, zur Vertrags- und Leistungsbear-
beitung, für In- und Exkasso oder zur gemeinsamen Postbearbeitung 
zentral durch ein Unternehmen der Gruppe verarbeitet werden. In 
unserer Dienstleisterliste bei den Vertragsbedingungen und Kunden-
informationen, die wir Ihnen vor Antragstellung in Textform mitge-
teilt haben, sowie in der jeweils aktuellen Version im Internet unter 
https://www.generali.de/datenschutz finden Sie die Unternehmen, 
die an einer zentralisierten Datenverarbeitung teilnehmen.

TA17 (01.22) / 1

- 9 -



Externe Dienstleister:
Wir bedienen uns zur Erfüllung unserer vertraglichen und gesetzlichen 
Pflichten zum Teil externer Dienstleister. Eine Auflistung der von uns 
eingesetzten Auftragnehmer und Dienstleister, zu denen nicht nur 
vorübergehende Geschäftsbeziehungen bestehen, können Sie der 
Übersicht in den Vertragsbedingungen und Kundeninformationen, die 
Sie vor Antragstellung erhalten haben, sowie in der jeweils aktuellen 
Version auf unserer Internetseite unter
https://www.generali.de/datenschutz entnehmen.

Weitere Empfänger:
Darüber hinaus können wir Ihre personenbezogenen Daten an weitere 
Empfänger übermitteln, wie etwa an Behörden zur Erfüllung gesetz-
licher Mitteilungspflichten (z. B. Sozialversicherungsträger, Finanzbe-
hörden oder Strafverfolgungsbehörden).

Dauer der Datenspeicherung

Wir löschen Ihre personenbezogenen Daten sobald sie für die oben 
genannten Zwecke nicht mehr erforderlich sind. Dabei kann es vor
kommen, dass personenbezogene Daten für die Zeit aufbewahrt 
werden, in der Ansprüche gegen unser Unternehmen geltend ge-
macht werden können (gesetzliche Verjährungsfrist von drei oder bis 
zu dreißig Jahren). Zudem speichern wir Ihre personenbezogenen 
Daten, soweit wir dazu gesetzlich verpflichtet sind. Entsprechende 
Nachweis- und Aufbewahrungspflichten ergeben sich unter anderem 
aus dem Handelsgesetzbuch, der Abgabenordnung und dem Geldwä-
schegesetz. Die Speicherfristen betragen danach bis zu zehn Jahren. 

Betroffenenrechte

Sie können unter der o. g. Adresse Auskunft über die zu Ihrer Person 
gespeicherten Daten verlangen. Darüber hinaus können Sie unter be-
stimmten Voraussetzungen die Berichtigung oder die Löschung Ihrer 
Daten verlangen. Ihnen kann weiterhin ein Recht auf Einschränkung 
der Verarbeitung Ihrer Daten sowie ein Recht auf Herausgabe der von 
Ihnen bereitgestellten Daten in einem strukturierten, gängigen und 
maschinenlesbaren Format zustehen.

Widerspruchsrecht

Sie haben das Recht, einer Verarbeitung Ihrer personenbezo-
genen Daten zu Zwecken der Direktwerbung zu widersprechen. 

Verarbeiten wir Ihre Daten zur Wahrung berechtigter Interes-
sen, können Sie dieser Verarbeitung widersprechen, wenn sich 
aus Ihrer besonderen Situation Gründe ergeben, die gegen die 
Datenverarbeitung sprechen.

Sollten Sie Widerspruch einlegen, werden wir Ihre personen-
bezogenen Daten nicht mehr verarbeiten; es sei denn, wir 
können zwingende schutzwürdige Gründe für die Verarbei-
tung nachweisen, die Ihre Interessen, Rechte und Freiheiten 
überwiegen, oder die Verarbeitung dient der Geltendmachung, 
Ausübung oder Verteidigung von Rechtsansprüchen. 

Der Widerspruch kann formfrei erfolgen und sollte möglichst 
an den vorgenannten Verantwortlichen für die Datenverarbei-
tung gerichtet werden.

Beschwerderecht

Sie haben die Möglichkeit, sich mit einer Beschwerde an den oben 
genannten Datenschutzbeauftragten oder an eine Datenschutzauf-
sichtsbehörde zu wenden. Die für uns zuständige Datenschutzauf-
sichtsbehörde ist:

Bayerisches Landesamt für Datenschutzaufsicht (BayLDA)
Postfach 1349
91504 Ansbach

Datenaustausch mit Ihrem früheren Versicherer

Um Ihre Angaben bei Abschluss des Versicherungsvertrages bzw. 
bei Eintritt des Versicherungsfalls ggf. zu überprüfen und bei Bedarf 
zu ergänzen, können wir im dafür erforderlichen Umfang personen-
bezogene Daten mit dem von Ihnen benannten früheren Versicherer 
austauschen.

Datenübermittlung in ein Drittland

Sollten wir personenbezogene Daten an Dienstleister außerhalb des 
Europäischen Wirtschaftsraums (EWR) übermitteln, dann tun wir dies 
nur, soweit dem Drittland durch die EU-Kommission ein angemes-
senes Datenschutzniveau bestätigt wurde oder andere angemessene 
Datenschutzgarantien (z. B. verbindliche unternehmensinterne Daten-
schutzvorschriften oder EU-Standardvertragsklauseln) vorhanden 
sind.

TA17 (01.22) / 2
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I.  EINLEITUNG

Der Gesamtverband der Deutschen Versicherungswirtschaft e.V. 
(GDV) mit Sitz in Berlin ist die Dachorganisation der privaten Versiche-
rer in Deutschland. Ihm gehören über 450 Mitgliedsunternehmen an. 
Diese bieten als Risikoträger Risikoschutz und Unterstützung sowohl 
für private Haushalte als auch für Industrie, Gewerbe und öffentliche 
Einrichtungen. Der Verband setzt sich für alle die Versicherungswirt-
schaft betreffenden Fachfragen und für ordnungspolitische Rahmen-
bedingungen ein, die den Versicherern die optimale Erfüllung ihrer 
Aufgaben ermöglichen.

Die Versicherungswirtschaft ist von jeher darauf angewiesen, in 
großem Umfang personenbezogene Daten der Versicherten zu ver-
wenden. Sie werden zur Antrags-, Vertrags- und Leistungsabwicklung 
erhoben, verarbeitet und genutzt, um Versicherte zu beraten und zu 
betreuen sowie um das zu versichernde Risiko einzuschätzen, die 
Leistungspflicht zu prüfen und Versicherungsmissbrauch im Interes-
se der Versichertengemeinschaft zu verhindern. Versicherungen kön-
nen dabei heute ihre Aufgaben nur noch mit Hilfe der elektronischen 
Datenverarbeitung erfüllen.

Die Wahrung der informationellen Selbstbestimmung und der Schutz 
der Privatsphäre sowie die Sicherheit der Datenverarbeitung sind für 
die Versicherungswirtschaft ein Kernanliegen, um das Vertrauen der 
Versicherten zu gewährleisten. Alle Regelungen zur Verarbeitung per-
sonenbezogener Daten müssen nicht nur im Einklang mit den Bestim-
mungen der Europäischen Datenschutz-Grundverordnung (DSGVO), 
des Bundesdatenschutzgesetzes und aller einschlägigen bereichs-
spezifischen Vorschriften über den Datenschutz stehen, sondern die 
beigetretenen Unternehmen der Versicherungswirtschaft verpflichten 
sich darüber hinaus, den Grundsätzen der Transparenz, der Erforder-
lichkeit der verarbeiteten Daten und der Datenminimierung in beson-
derer Weise nachzukommen.

Hierzu hat der GDV im Einvernehmen mit seinen Mitgliedsunternehmen 
die folgenden Verhaltensregeln für den Umgang mit den personen-
bezogenen Daten der Versicherten aufgestellt. Sie schaffen für die 
Versicherungswirtschaft weitestgehend einheitliche Standards und 
fördern die Einhaltung von datenschutzrechtlichen Regelungen. 
Unternehmen, die die brancheninternen Verhaltensregeln anwenden, 
stellen damit nach Auffassung der unabhängigen Datenschutzbe-
hörden des Bundes und der Länder sicher, dass die Vorgaben der 
Datenschutz-Grundverordnung für die Versicherungswirtschaft bran-
chenspezifisch konkretisiert werden. Die Mitgliedsunternehmen des 
GDV, die diesen Verhaltensregeln gemäß Artikel 30 beigetreten sind, 
verpflichten sich damit zu deren Einhaltung.

Die Verhaltensregeln sollen den Versicherten der beigetretenen Un-
ternehmen die Gewähr bieten, dass Datenschutz- und Datensicher-
heitsbelange bei der Gestaltung und Bearbeitung von Produkten und 
Dienstleistungen berücksichtigt werden. Der GDV versichert seine 
Unterstützung bei diesem Anliegen. Die beigetretenen Unternehmen 
weisen ihre Führungskräfte und ihre Mitarbeiterinnen und Mitarbeiter 
an, die Verhaltensregeln einzuhalten. Antragsteller und Versicherte 
werden über die Verhaltensregeln informiert. 

Darüber hinaus sollen mit den Verhaltensregeln zusätzliche Einwilligun-
gen möglichst entbehrlich gemacht werden. Grundsätzlich sind solche 
nur noch für die Verarbeitung von besonders sensiblen Arten personen-
bezogener Daten – wie Gesundheitsdaten – sowie für die Verarbeitung 
personenbezogener Daten zu Zwecken der Werbung oder der Markt- 
und Meinungsforschung erforderlich. Für die Verarbeitung von beson-
ders sensiblen Arten personenbezogener Daten – wie Gesundheitsda-
ten – hat der GDV gemeinsam mit den zuständigen Aufsichtsbehörden 
Mustererklärungen mit Hinweisen zu deren Verwendung erarbeitet. Die 
beigetretenen Unternehmen sind von den Datenschutzbehörden auf-
gefordert – angepasst an ihre Geschäftsabläufe – Einwilligungstexte zu 
verwenden, die der Musterklausel entsprechen.

Die vorliegenden Verhaltensregeln konkretisieren und ergänzen die 
datenschutzrechtlichen Regelungen für die Versicherungsbranche. Als 
Spezialregelungen für die beigetretenen Mitgliedsunternehmen des 

GDV erfassen sie die wichtigsten Verarbeitungen personenbezogener 
Daten, welche die Unternehmen im Zusammenhang mit der Begrün-
dung, Durchführung, Beendigung oder Akquise von Versicherungsver-
trägen sowie zur Erfüllung gesetzlicher Verpflichtungen vornehmen. 

Da die Verhaltensregeln geeignet sein müssen, die Datenverarbeitung 
aller beigetretenen Unternehmen zu regeln, sind sie möglichst allge-
meingültig formuliert. Deshalb kann es erforderlich sein, dass die ein-
zelnen Unternehmen diese in unternehmensspezifischen Regelungen 
konkretisieren. Das mit den Verhaltensregeln erreichte Datenschutz- 
und Datensicherheitsniveau wird dabei nicht unterschritten. Darüber 
hinaus ist es den Unternehmen unbenommen, Einzelregelungen mit 
datenschutzrechtlichem Mehrwert, z. B. für besonders sensible Daten 
wie Gesundheitsdaten oder für die Verarbeitung von Daten im Inter-
net, zu treffen. Haben die beigetretenen Unternehmen bereits solche 
besonders datenschutzfreundliche Regelungen getroffen oder beste-
hen mit den zuständigen Aufsichtsbehörden spezielle Vereinbarungen 
oder Absprachen zu besonders datenschutzgerechten Verfahrens-
weisen, behalten diese selbstverständlich auch nach dem Beitritt zu 
diesen Verhaltensregeln ihre Gültigkeit.

Unbeschadet der hier getroffenen Regelungen gelten die Vorschriften 
der DSGVO und des Bundesdatenschutzgesetzes. Unberührt bleiben 
die Vorschriften zu Rechten und Pflichten von Beschäftigten der Ver-
sicherungswirtschaft.

II.  BEGRIFFSBESTIMMUNGEN

Für die Verhaltensregeln gelten die Begriffsbestimmungen der Daten
schutz-Grundverordnung und des Bundesdatenschutzgesetzes.

Darüber hinaus sind:

Unternehmen:
die Mitgliedsunternehmen des GDV, soweit sie das Versicherungsge-
schäft als Erstversicherer betreiben sowie mit diesem in einer Gruppe 
von Versicherungs- und Finanzdienstleistungsunternehmen verbun-
dene Erstversicherungsunternehmen, einschließlich Pensionsfonds, 
die diesen Verhaltensregeln beigetreten sind,

Versicherungsverhältnis:
Versicherungsvertrag einschließlich der damit im Zusammenhang 
stehenden vorvertraglichen Maßnahmen und rechtlichen Verpflich-
tungen,

Betroffene Personen:
Versicherte, Antragsteller oder weitere Personen, deren personen-
bezogene Daten im Zusammenhang mit dem Versicherungsgeschäft 
verarbeitet werden,

Versicherte: 
– � Versicherungsnehmer und Versicherungsnehmerinnen des Unter-

nehmens,

– � versicherte Personen einschließlich der Teilnehmer an Gruppenver-
sicherungen, 

Antragsteller:
Personen, die ein Angebot angefragt haben oder einen Antrag auf 
Abschluss eines Versicherungsvertrages stellen, unabhängig davon, 
ob der Versicherungsvertrag zustande kommt, 

weitere Personen:
außerhalb des Versicherungsverhältnisses stehende betroffene Per-
sonen, wie Geschädigte, Zeugen und sonstige Personen, deren Daten 
das Unternehmen im Zusammenhang mit der Begründung, Durchfüh-
rung oder Beendigung eines Versicherungsverhältnisses verarbeitet,

Geschädigte:
Personen, die einen Schaden erlitten haben oder erlitten haben könn-
ten, wie z. B. Anspruchsteller in der Haftpflichtversicherung,

Datenverarbeitung:
Erheben, Erfassen, Organisieren, Ordnen, Speichern, Anpassen oder 
Verändern, Auslesen, Abfragen, Verwenden, Offenlegen durch Über-
mitteln, Verbreiten oder Bereitstellen in einer anderen Form, Abgleichen 
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oder Verknüpfen oder Einschränken der Verarbeitung sowie Löschen 
oder Vernichten personenbezogener Daten,

Datenerhebung:
das Beschaffen von Daten über die betroffenen Personen,

Automatisierte Verarbeitung:
Erhebung, Verarbeitung oder Nutzung personenbezogener Daten 
unter Einsatz von Datenverarbeitungsanlagen,

Automatisierte Entscheidung:
eine Entscheidung gegenüber einer einzelnen Person, die auf eine 
ausschließlich automatisierte Verarbeitung gestützt wird, ohne dass 
eine inhaltliche Bewertung und darauf gestützte Entscheidung durch 
eine natürliche Person stattgefunden hat,

Stammdaten:
die allgemeinen Daten der betroffenen Personen: Name, Adres-
se, Geburtsdatum, Geburtsort, Kundennummer, Beruf, Familien-
stand, gesetzliche Vertreter, Angaben über die Art der bestehenden 
Verträge (wie Vertragsstatus, Beginn- und Ablaufdaten, Versiche-
rungsnummer(n), Zahlungsart, Rollen der betroffenen Person (z. B. 
Versicherungsnehmer, versicherte Person, Beitragszahler, Anspruch-
steller), sowie Kontoverbindung, Telekommunikationsdaten, Authen-
tifizierungsdaten für die elektronische oder telefonische Kommuni-
kation, Werbesperren und andere Widersprüche, Werbeeinwilligung 
und Sperren für Markt- und Meinungsforschung, Vollmachten und 
Betreuungsregelungen, zuständige Vermittler und mit den genannten 
Beispielen vergleichbare Daten,

Dienstleister:
andere Unternehmen oder Personen, die eigenverantwortlich Aufga-
ben für das Unternehmen wahrnehmen,

Auftragsverarbeiter:
eine natürliche oder juristische Person, Einrichtung oder andere Stelle, 
die personenbezogene Daten im Auftrag des verantwortlichen Unter-
nehmens verarbeitet,

Vermittler:
selbstständig handelnde natürliche Personen (Handelsvertreter) und 
Gesellschaften, welche als Versicherungsvertreter, oder -makler im 
Sinne des § 59 Versicherungsvertragsgesetz (VVG) Versicherungsver-
träge vermitteln oder abschließen.

Schutzwürdige Interessen: 
Interessen oder Grundrechte und Grundfreiheiten der betroffenen 
Person, die den Schutz personenbezogener Daten erfordern, insbe-
sondere dann, wenn es sich bei der betroffenen Person um ein Kind 
handelt. 

III.  ALLGEMEINE BESTIMMUNGEN

Art. 1  Geltungsbereich

(1)  1Die Verhaltensregeln gelten für die Verarbeitung personenbe-
zogener Daten im Zusammenhang mit dem Versicherungsgeschäft 
durch die Unternehmen. 2Dazu gehört neben dem Versicherungsver-
hältnis insbesondere die Erfüllung gesetzlicher Ansprüche, auch wenn 
ein Versicherungsvertrag nicht zustande kommt, nicht oder nicht mehr 
besteht. 3Zum Versicherungsgeschäft gehören auch die Gestaltung 
und Kalkulation von Tarifen und Produkten. 

(2)  Unbeschadet der hier getroffenen Regelungen gelten die gesetz-
lichen Vorschriften zum Datenschutz, insbesondere die EU-Daten-
schutz-Grundverordnung und das Bundesdatenschutzgesetz.

Art. 2  Zwecke der Verarbeitung

(1)  1Die Verarbeitung personenbezogener Daten erfolgt für die Zwe-
cke des Versicherungsgeschäfts grundsätzlich nur, soweit dies zur 
Begründung, Durchführung und Beendigung von Versicherungsver-
hältnissen erforderlich ist, insbesondere zur Bearbeitung eines An-
trags, zur Beurteilung des zu versichernden Risikos, zur Erfüllung der 
Beratungspflichten nach dem Versicherungsvertragsgesetz (VVG), 
zur Prüfung einer Leistungspflicht und zur internen Prüfung des frist-
gerechten Forderungsausgleichs. 2Sie erfolgt auch zur Prüfung und 
Regulierung der Ansprüche Geschädigter in der Haftpflichtversiche-
rung, zur Prüfung und Abwicklung von Regressforderungen, zum Ab-
schluss und zur Durchführung von Rückversicherungsverträgen, zur 
Entwicklung von Tarifen, Produkten und Services, zur Erstellung von 
Statistiken, für versicherungsrelevante Forschungszwecke, z. B. Un-
fallforschung, zur Missbrauchsbekämpfung oder zur Erfüllung gesetz-
licher und aufsichtsrechtlicher Verpflichtungen oder zu Zwecken der 
Werbung sowie der Markt- und Meinungsforschung.

(2)  1Die personenbezogenen Daten werden grundsätzlich im Rah-
men der den betroffenen Personen bekannten Zweckbestimmung 
verarbeitet. 2Eine Änderung oder Erweiterung der Zweckbestimmung 
erfolgt nur, wenn sie rechtlich zulässig ist und die betroffenen Perso-
nen nach Artikel 7 bzw. 8 dieser Verhaltensregeln darüber informiert 
wurden oder wenn die betroffenen Personen eingewilligt haben. 

Art. 3  Grundsätze zur Qualität der Datenverarbeitung

(1)  Die Unternehmen verpflichten sich, alle personenbezogenen 
Daten in rechtmäßiger und den schutzwürdigen Interessen der be-
troffenen Person entsprechender und nachvollziehbarer Weise zu 
verarbeiten.

(2)  1Die Datenverarbeitung richtet sich an dem Ziel der Datenmini-
mierung und Speicherbegrenzung aus. 2Personenbezogene Daten 
werden vorbehaltlich der Zwecke Forschung und Statistik nach Maß-
gabe des Art. 5 Abs. 1 lit. e) DSGVO in einer Form gespeichert, die 
die Identifizierung der betroffenen Personen nur so lange ermöglicht, 
wie es für die Zwecke der Verarbeitung erforderlich ist. 3Insbesondere 
werden die Möglichkeiten zur Anonymisierung und Pseudonymisie-
rung genutzt, soweit dies möglich ist und der Aufwand nicht unver-
hältnismäßig zu dem angestrebten Schutzzweck ist. Dabei wird die 
Anonymisierung der Pseudonymisierung vorgezogen. 

(3)  1Das Unternehmen trägt dafür Sorge, dass die vorhandenen per-
sonenbezogenen Daten richtig und erforderlichenfalls auf dem aktu-
ellen Stand gespeichert sind. 2Es werden alle angemessenen Maß-
nahmen dafür getroffen, dass nicht zutreffende oder unvollständige 
Daten unverzüglich berichtigt, gelöscht oder in der Verarbeitung ein-
geschränkt werden.

(4)  1Die Maßnahmen nach den vorstehenden Absätzen werden doku-
mentiert. 2Grundsätze hierfür werden in das Datenschutzkonzept der 
Unternehmen aufgenommen (Art. 4 Abs. 2).

Art. 4  Grundsätze der Datensicherheit

(1)  1Zur Gewährleistung der Datensicherheit werden die erforderlichen 
technisch-organisatorischen Maßnahmen unter Berücksichtigung 
des Stands der Technik, der Implementierungskosten und der Art, 
des Umfangs, der Umstände und der Zwecke der Verarbeitung sowie 
der unterschiedlichen Eintrittswahrscheinlichkeiten und Schwere der 
mit der Verarbeitung verbundenen Risiken für die Rechte und Frei-
heiten natürlicher Personen getroffen, um ein dem Risiko angemes-
senes Schutzniveau zu gewährleisten. 2Dabei werden angemessene 
Maßnahmen getroffen, die insbesondere gewährleisten können, dass

1. � nur Befugte personenbezogene Daten zur Kenntnis nehmen 
können (Vertraulichkeit). Mittel hierzu sind insbesondere Berech-
tigungskonzepte, Pseudonymisierung oder Verschlüsselung per-
sonenbezogener Daten.

2. � personenbezogene Daten während der Verarbeitung unversehrt, 
vollständig und aktuell bleiben (Integrität).

3. � personenbezogene Daten zeitgerecht zur Verfügung stehen und 
ordnungsgemäß verarbeitet werden können (Verfügbarkeit, Belast-
barkeit).

4. � jederzeit personenbezogene Daten ihrem Ursprung zugeordnet 
werden können (Authentizität).

5. � festgestellt werden kann, wer wann welche personenbezogenen 
Daten in welcher Weise eingegeben, übermittelt und verändert hat 
(Revisionsfähigkeit). 

6. � die Verfahrensweisen bei der Verarbeitung personenbezogener 
Daten vollständig, aktuell und in einer Weise dokumentiert sind, 
dass sie in zumutbarer Zeit nachvollzogen werden können (Trans-
parenz).

(2)  1Die in den Unternehmen veranlassten Maßnahmen werden in 
ein umfassendes, die Verantwortlichkeiten regelndes Datenschutz- 
und -sicherheitskonzept integriert, welches unter Einbeziehung der 
betrieblichen Datenschutzbeauftragten erstellt wird. 2Es beinhaltet 
insbesondere Verfahren zur regelmäßigen Überprüfung und Bewer-
tung der Wirksamkeit der getroffenen Maßnahmen.

Art. 5  Einwilligung

(1)  1Soweit die Verarbeitung personenbezogener Daten auf eine Ein-
willigung sowie – soweit erforderlich – auf eine Schweigepflichtent-
bindungserklärung der betroffenen Personen gestützt wird, stellt das 
Unternehmen sicher, dass diese freiwillig, in informierter Weise und 
unmissverständlich bekundet wird, wirksam und nicht widerrufen ist. 
2Soweit besondere Kategorien personenbezogener Daten – insbe-
sondere Daten über die Gesundheit – verarbeitet werden, muss die 
diesbezügliche Einwilligung ausdrücklich abgegeben sein.
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(2)  1Soweit die Verarbeitung personenbezogener Daten von Minder-
jährigen auf eine Einwilligung sowie – soweit erforderlich – auf eine 
Schweigepflichtentbindungserklärung gestützt wird, werden diese 
Erklärungen von dem gesetzlichen Vertreter eingeholt. 2Frühestens 
mit Vollendung des 16. Lebensjahres werden diese Erklärungen bei 
entsprechender Einsichtsfähigkeit des Minderjährigen von diesem 
selbst eingeholt. 

(3)  1Das einholende Unternehmen bzw. der die Einwilligung einho-
lende Vermittler stellt sicher und dokumentiert, dass die betroffenen 
Personen zuvor über die Verantwortliche(n), den Umfang, die Form 
und den Zweck der Datenverarbeitung sowie die Möglichkeit der 
Verweigerung und die Widerruflichkeit der Einwilligung und deren 
Folgen informiert sind. 2Art. 7 Abs. 3 dieser Verhaltensregeln bleibt 
unberührt.

(4)  1Die Einwilligung und die Schweigepflichtentbindung können je-
derzeit mit Wirkung für die Zukunft ohne Angabe von Gründen wider-
rufen werden. 2Die betroffenen Personen werden über die Möglichkei-
ten und Folgen des Widerrufs einer Einwilligungserklärung informiert. 
3Mögliche Folge eines wirksamen Widerrufs kann insbesondere sein, 
dass eine Leistung nicht erbracht werden kann. 

(5)  Wird die Einwilligung schriftlich oder elektronisch zusammen mit 
anderen Erklärungen eingeholt, wird sie so hervorgehoben, dass sie 
ins Auge fällt. 

(6)  1Eine Einwilligung kann schriftlich, elektronisch oder mündlich er-
teilt werden. 2Das Unternehmen wird die Erklärung so dokumentieren, 
dass der Inhalt der jeweils erteilten Einwilligungserklärung nachgewie-
sen werden kann. 3Auf Verlangen wird den betroffenen Personen der 
Erklärungsinhalt zur Verfügung gestellt. 

(7)  Wird die Einwilligung mündlich eingeholt, ist dies den betroffenen 
Personen unverzüglich schriftlich oder in Textform zu bestätigen. 

Art. 6  Besondere Kategorien personenbezogener Daten

(1)  1Besondere Kategorien personenbezogener Daten im Sinne der 
EU-Datenschutz-Grundverordnung (insbesondere Angaben über 
die Gesundheit) werden auf gesetzlicher Grundlage (insbesondere 
Art. 6 i. V. m. Art. 9 Datenschutz-Grundverordnung) oder mit Ein-
willigung der betroffenen Personen nach Artikel 5 und – soweit 
erforderlich – aufgrund einer Schweigepflichtentbindung erhoben 
und verarbeitet. 2Eine Einwilligung muss sich ausdrücklich auf diese 
Daten beziehen.

(2)  1Die Verarbeitung besonderer Kategorien personenbezogener 
Daten auf gesetzlicher Grundlage ist zulässig, insbesondere wenn 
es zur Geltendmachung, Ausübung oder Verteidigung von Rechtsan-
sprüchen erforderlich ist. 2Das gilt beispielsweise für die Prüfung und 
Abwicklung der Ansprüche von Versicherten sowie von Geschädigten 
in der Haftpflichtversicherung. 

(3)  Darüber hinaus kann die Verarbeitung von Gesundheitsdaten 
betroffener Personen ohne deren Einwilligung erfolgen zur Geltend-
machung, Prüfung und Abwicklung von gesetzlich geregelten Re-
gressforderungen einerseits des Unternehmens oder andererseits 
eines Dritten, der gegenüber den betroffenen Personen eine Leistung 
erbracht hat, wie beispielsweise zur Prüfung und Abwicklung der 
Regressforderungen eines Sozialversicherungsträgers, Arbeitgebers 
oder privaten Krankenversicherers.

(4)  Die Verarbeitung besonderer Kategorien personenbezogener 
Daten kann im Rahmen der gesetzlichen Vorgaben auch dann zu-
lässig sein, soweit es zur Gesundheitsvorsorge bzw. -versorgung er-
forderlich ist.

(5)  Ebenso kann die Verarbeitung von Gesundheitsdaten ohne Ein-
willigung erfolgen zum Schutz lebenswichtiger Interessen der be-
troffenen oder anderer Personen, wenn diese aus körperlichen oder 
rechtlichen Gründen außerstande sind, ihre Einwilligung zu geben, 
insbesondere wenn für diese Personen Assistance-Leistungen (z. 
B. Notrufdienste, Krankentransport aus dem Ausland oder Koordi-
nation der medizinischen Behandlung) vereinbart und sie im Leis-
tungsfall außer Stande sind, ihre Einwilligung abzugeben, z. B. weil 
nach einem Unfall ein Krankentransport für eine bewusstlose Person 
nötig ist. 

(6)  Die Verarbeitung besonderer Kategorien personenbezogener Da-
ten erfolgt auch auf gesetzlicher Grundlage zu statistischen Zwecken 
sowie zu Forschungszwecken nach Maßgabe von Artikel 10 dieser 
Verhaltensregeln.

IV.  DATENERHEBUNG

Art. 7 � Grundsätze zur Datenerhebung und Informationen bei 
Datenerhebung bei der betroffenen Person 

(1)  1Personenbezogene Daten werden in nachvollziehbarer Weise er-
hoben. 2Bei Versicherten und Antragstellern werden die Mitwirkungs-
pflichten nach §§ 19, 31 VVG berücksichtigt. 

(2)  1Personenbezogene Daten weiterer Personen im Sinne dieser Ver-
haltensregeln werden erhoben und verarbeitet, wenn es zur Geltend-
machung, Ausübung oder Verteidigung von Rechtsansprüchen oder 
zur Erfüllung einer rechtlichen Verpflichtung erforderlich ist. 2Das gilt 
insbesondere für die Erhebung von Daten von Zeugen oder von Ge-
schädigten anlässlich einer Leistungsprüfung und -erbringung in der 
Haftpflichtversicherung und für Datenverarbeitungen zur Erfüllung 
von Direktansprüchen in der Kfz-Haftpflichtversicherung oder zur Er-
füllung von gesetzlichen Meldepflichten. 3Daten nach Satz 1 können 
auch erhoben und verarbeitet werden, wenn dies im Zusammenhang 
mit der Begründung, Durchführung oder Beendigung eines Versiche-
rungsverhältnisses erforderlich ist und die schutzwürdigen Interessen 
dieser Personen nicht überwiegen, beispielsweise wenn Daten eines 
Rechtsanwalts oder einer Reparaturwerkstatt zur Korrespondenz im 
Leistungsfall benötigt werden.

(3)  1Die Unternehmen stellen sicher, dass die betroffenen Personen 
zur Gewährleistung der Transparenz und zur Wahrung ihrer Rechte 
über Folgendes unterrichtet werden:

a) � die Identität des Verantwortlichen (Name, Sitz, Kontaktdaten, Ver-
tretungsberechtigte), 

b) � die Kontaktdaten des Datenschutzbeauftragten,

c) � die Zwecke und Rechtsgrundlagen (ggf. einschließlich der berech-
tigten Interessen) der Datenverarbeitung,  

d) � ggf. Empfänger oder die Kategorien von Empfängern der personen
bezogenen Daten,

e) � ggf. beabsichtigte Übermittlungen der personenbezogenen Daten 
in ein Drittland oder an eine internationale Organisation nach Maß-
gabe des Art. 13 Abs. 1 lit. f) DSGVO, 

f) � die Speicherdauer (oder deren Kriterien) der personenbezogenen 
Daten, 

g) � die im Abschnitt VIII dieser Verhaltensregeln geregelten Rechte der 
betroffenen Personen einschließlich der Beschwerdemöglichkei-
ten bei einer Aufsichtsbehörde sowie über ein ggf. bestehendes 
Widerspruchsrecht,

h) � wenn die Verarbeitung auf einer Einwilligung beruht: über das 
Recht zum Widerruf der Einwilligung und dessen Folgen,

i) � eine ggf. gesetzlich oder vertraglich bestehende oder für einen Ver-
tragsschluss erforderliche Pflicht zur Angabe der Daten und die 
Folgen der Nichtangabe und

j) � bei Einsatz automatisierter Entscheidungen aussagekräftige Infor-
mationen über die eingesetzte Logik, Tragweite und Auswirkungen 
dieser Verarbeitung.

2Die Information unterbleibt, wenn und soweit die betroffenen Perso-
nen bereits auf andere Weise Kenntnis von ihr erlangt haben. 

Art. 8  Datenerhebung ohne Mitwirkung der betroffenen 
Personen

(1)  1Daten werden ohne Mitwirkung der betroffenen Personen erho-
ben, wenn dies im Zusammenhang mit der Begründung, Durchführung 
oder Beendigung von Versicherungsverhältnissen und insbesondere 
auch zur Prüfung und Bearbeitung von Leistungsansprüchen erfor-
derlich ist. 2Das gilt beispielsweise, wenn der Versicherungsnehmer 
bei Gruppenversicherungen zulässigerweise die Daten der versicher-
ten Personen oder bei Lebens- und Unfallversicherungen die Daten 
der Bezugsberechtigten angibt oder er in der Haftpflichtversicherung 
Angaben über den Geschädigten oder Zeugen macht. 3Ohne Mitwir-
kung der betroffenen Person können personenbezogene Daten auch 
zu Zwecken nach Art. 10 Abs. 1 erhoben werden.

(2)  1Die Erhebung von Gesundheitsdaten oder genetischen Daten bei 
Dritten erfolgt – soweit erforderlich – mit wirksamer Schweigepflicht-
entbindungserklärung der betroffenen Personen und nach Maßgabe 
des § 213 VVG und § 18 GenDG, soweit diese Vorschriften anzuwen-
den sind. 2Die Erhebung von besonderen Kategorien personenbezo-
gener Daten bei Dritten kann auch erforderlich sein in den in Artikel 6 
Absatz 2 bis 5 dieser Verhaltensregeln genannten Fällen.
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(3)  1Das Unternehmen, das personenbezogene Daten ohne Mit-
wirkung der betroffenen Personen erhebt, stellt sicher, dass die be-
troffenen Personen innerhalb einer im Einzelfall angemessenen Frist, 
längstens jedoch innerhalb eines Monats, nach der ersten Erlangung 
der Daten informiert werden über:

a) � die Identität des Verantwortlichen (Name, Sitz, Kontaktdaten, Ver-
tretungsberechtigte), 

b) � die Kontaktdaten des Datenschutzbeauftragten,

c) � die Zwecke und Rechtsgrundlagen (ggf. einschließlich der berech-
tigten Interessen) der Datenverarbeitung,

d) � die Kategorien personenbezogener Daten, die verarbeitet werden,

e) � ggf. Empfänger oder die Kategorien von Empfängern der perso-
nenbezogenen Daten,

f) � ggf. beabsichtigte Übermittlungen der personenbezogenen Daten 
in ein Drittland oder an eine internationale Organisation nach Maß-
gabe des Art. 14 Abs. 1 lit. f) DSGVO,

g) � die Speicherdauer (oder deren Kriterien) der personenbezogenen 
Daten, 

h) � die im Abschnitt VIII dieser Verhaltensregeln geregelten Rechte 
der betroffenen Personen einschließlich der Beschwerdemöglich
keiten bei einer Aufsichtsbehörde, 

i) � wenn die Verarbeitung auf einer Einwilligung beruht: über das Recht 
zum Widerruf der Einwilligung und dessen Folgen,

j) � die Quelle der personenbezogenen Daten bzw. ob sie aus einer 
öffentlich zugänglichen Quelle stammen und 

k) � bei Einsatz automatisierter Entscheidungen aussagekräftige Infor-
mationen über die eingesetzte Logik, Tragweite und Auswirkungen 
dieser Verarbeitung.

2Falls die Daten zur Kommunikation mit den betroffenen Personen 
verwendet werden sollen, erfolgt die Information spätestens mit der 
ersten Mitteilung an sie, zum Beispiel in Fällen der Benennung von 
Bezugsberechtigten in der Lebensversicherung bei Eintritt des Leis
tungsfalls oder in Fällen der Benennung von Berechtigten für Notfälle, 
wenn dieser eintritt. 3Falls die Offenlegung an einen anderen Empfän-
ger beabsichtigt ist, erfolgt die Information spätestens zum Zeitpunkt 
der ersten Offenlegung. 

(4)  1Die Information unterbleibt, wenn und soweit die betroffenen Per-
sonen bereits über die Informationen verfügen, sich die Erteilung der 
Informationen als unmöglich erweist oder die Information einen unver-
hältnismäßigen Aufwand erfordern würde, insbesondere wenn Daten 
für statistische oder wissenschaftliche Zwecke verarbeitet werden 
oder wenn gespeicherte Daten aus allgemein zugänglichen Quellen 
entnommen sind und eine Benachrichtigung wegen der Vielzahl der 
betroffenen Fälle unverhältnismäßig ist. 2Die Information unterbleibt 
auch, wenn die Daten nach einer Rechtsvorschrift oder ihrem Wesen 
nach, insbesondere wegen des überwiegenden berechtigten Inter-
esses eines Dritten, geheim gehalten werden müssen. 3Dies betrifft 
beispielsweise Fälle in der Lebensversicherung, in denen sich der 
Versicherungsnehmer wünscht, dass ein Bezugsberechtigter nicht 
informiert wird. 

(5)  1Ebenso unterbleibt die Information nach Maßgabe des § 33 
Abs. 1 Nr. 2 Bundesdatenschutzgesetz in Verbindung mit Art. 23 Abs. 
1 lit. j) DSGVO, wenn:

– � sie die Geltendmachung, Ausübung oder Verteidigung zivilrecht-
licher Ansprüche beeinträchtigen würde oder die Verarbeitung von 
personenbezogenen Daten aus zivilrechtlichen Verträgen beinhaltet 
und der Verhütung von Schäden durch Straftaten dient, sofern nicht 
das berechtigte Interesse der betroffenen Person an der Informa
tionserteilung überwiegt oder 

– � das Bekanntwerden der Informationen die behördliche Strafverfol-
gung gefährden würde. 

2Daher erfolgt regelmäßig keine Information über Datenerhebungen 
zur Aufklärung von Widersprüchlichkeiten gemäß Artikel 15 dieser 
Verhaltensregeln.

(6)  1In den Fällen des Absatzes 5 ergreift das Unternehmen geeignete 
Maßnahmen zum Schutz der berechtigten Interessen der betroffenen 
Personen (z. B. Prüfung und gegebenenfalls Veranlassung weiterer 
Zugriffsbeschränkungen). 2Sofern das Unternehmen von einer Infor-
mation absieht, dokumentiert es die Gründe dafür.

V.  VERARBEITUNG PERSONENBEZOGENER DATEN

Art. 9 � Verarbeitung von Stammdaten in der Unternehmens-
gruppe

(1)  Wenn das Unternehmen einer Gruppe von Versicherungs- und 
Finanzdienstleistungsunternehmen angehört, können die Stamm-
daten von Antragstellern, Versicherten und weiteren Personen sowie 
Angaben über den Zusammenhang mit bestehenden Verträgen zur 
zentralisierten Bearbeitung von bestimmten Verfahrensabschnitten im 
Geschäftsablauf (z. B. Telefonate, Post, Inkasso) in einem von Mitglie-
dern der Gruppe gemeinsam nutzbaren Datenverarbeitungsverfahren 
verarbeitet werden, wenn sichergestellt ist, dass die technischen und 
organisatorischen Maßnahmen nach Maßgabe des Art. 4 dieser Ver-
haltensregeln (z. B. Berechtigungskonzepte) den datenschutzrecht-
lichen Anforderungen entsprechen und die Einhaltung dieser Ver-
haltensregeln durch den oder die für das Verfahren Verantwortlichen 
gewährleistet ist. 

(2)  1Stammdaten werden aus gemeinsam nutzbaren Datenverarbei-
tungsverfahren nur weiterverarbeitet, soweit dies für den jeweiligen 
Zweck erforderlich ist. 2Dies ist technisch und organisatorisch zu ge-
währleisten.

(3)  1Erfolgt eine gemeinsame Verarbeitung von Daten gemäß Ab-
satz 1, werden die Versicherten darüber bei Vertragsabschluss oder 
bei Neueinrichtung eines solchen Verfahrens in Textform informiert. 
2Dazu hält das Unternehmen eine aktuelle Liste aller Unternehmen der 
Gruppe bereit, die an einer zentralisierten Bearbeitung teilnehmen und 
macht diese in geeigneter Form bekannt.

(4)  Nimmt ein Unternehmen für ein anderes Mitglied der Gruppe wei-
tere Datenverarbeitungen vor oder finden gemeinsame Verarbeitun-
gen mehrerer Mitglieder der Gruppe statt, richtet sich dies nach Artikel 
21 bis 22a dieser Verhaltensregeln.

Art. 10  Statistik, Tarifkalkulation und Prämienberechnung

(1)  1Die Versicherungswirtschaft errechnet auf der Basis von 
Statistiken und Erfahrungswerten mit Hilfe versicherungsmathe-
matischer Methoden die Wahrscheinlichkeit des Eintritts von Versi-
cherungsfällen sowie deren Schadenhöhe und entwickelt auf dieser 
Grundlage Tarife. 2Dazu werten Unternehmen neben Daten aus Ver-
sicherungsverhältnissen, Leistungs- und Schadenfällen auch andere 
Daten von Dritten (z. B. des Kraftfahrtbundesamtes) aus. 

(2)  1Die Unternehmen stellen durch geeignete technische und or-
ganisatorische Maßnahmen sicher, dass die Rechte und Freiheiten 
der betroffenen Personen gemäß der Datenschutz-Grundverord-
nung gewahrt werden, insbesondere dass die Verarbeitung perso-
nenbezogener Daten auf das für die jeweilige Statistik notwendige 
Maß beschränkt wird. 2Zu diesen Maßnahmen gehört die frühzeitige 
Anonymisierung oder Pseudonymisierung der Daten, sofern es mög-
lich ist, den Statistikzweck auf diese Weise zu erfüllen. 

(3)  1Eine Übermittlung von Daten an den Gesamtverband der Deut-
schen Versicherungswirtschaft e. V., den Verband der Privaten Kran-
kenversicherung e. V. oder andere Stellen zur Errechnung unterneh-
mensübergreifender Statistiken oder Risikoklassifizierungen erfolgt 
grundsätzlich nur in anonymisierter oder – soweit für den Statistikzweck 
erforderlich – pseudonymisierter Form. 2Ein Rückschluss auf die betrof-
fenen Personen durch diese Verbände erfolgt nicht. 3Absatz 2 gilt ent-
sprechend. 4Für Kraftfahrt- und Sachversicherungsstatistiken können 
auch Datensätze mit personenbeziehbaren Sachangaben wie z. B. Kfz-
Kennzeichen, Fahrzeugidentifikationsnummern oder Standortdaten 
von Risikoobjekten wie beispielsweise Gebäuden übermittelt werden. 

(4)  1Für Datenverarbeitungen zu statistischen Zwecken können Un-
ternehmen auch besondere Kategorien personenbezogener Daten, 
insbesondere Gesundheitsdaten, verarbeiten, wenn dies für den je-
weiligen Statistikzweck erforderlich ist und die Interessen des Unter-
nehmens an der Verarbeitung die Interessen der betroffenen Perso-
nen an einem Ausschluss von der Verarbeitung erheblich überwiegen. 
2Das gilt z. B. für Statistiken zur Entwicklung und Überprüfung von Ta-
rifen oder zum gesetzlich vorgeschriebenen Risikomanagement. 3Die 
Unternehmen treffen in diesen Fällen angemessene und spezifische 
Maßnahmen zur Wahrung der Interessen der betroffenen Personen 
und insbesondere der in Artikel 3 und 4 geregelten Grundsätze. 
4Zu den spezifischen Maßnahmen gehören wegen der besonderen 
Schutzbedürftigkeit der Daten beispielsweise:

– � die Sensibilisierung der an den Verarbeitungen beteiligten Mitarbei-
ter und Dienstleister,

– � die Pseudonymisierung personenbezogener Daten nach Absatz 2 
Satz 2, 
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– � die Beschränkung des Zugangs zu den personenbezogenen Daten 
innerhalb der Unternehmen oder beim Dienstleister und

– � Verschlüsselung beim Transport personenbezogener Daten.
5Alle personenbezogenen Daten werden anonymisiert, sobald dies 
nach dem Statistikzweck möglich ist, es sei denn, der Anonymisie-
rung stehen berechtigte Interessen der betroffenen Personen ent-
gegen. 6Bis dahin werden die Identifikationsmerkmale, mit denen 
Einzelangaben einer betroffenen Person zugeordnet werden könnten, 
gesondert gespeichert. 7Diese Identifikationsmerkmale dürfen mit den 
Einzelangaben nur zusammengeführt werden, soweit der Statistik-
zweck dies erfordert.

(5)  1Die betroffenen Personen können der Verarbeitung ihrer perso-
nenbezogenen Daten für eine Statistik widersprechen, wenn aufgrund 
ihrer persönlichen Situation Gründe vorliegen, die der Verarbeitung ihrer 
Daten zu diesem Zweck entgegenstehen. 2Das Widerspruchsrecht be-
steht nicht, wenn die Verarbeitung zur Erfüllung einer im öffentlichen 
Interesse liegenden Aufgabe (z. B. der Beantwortung von Anfragen der 
Bundesanstalt für Finanzdienstleistungsaufsicht) erforderlich ist.

(6)  1Zur Ermittlung der risikogerechten Prämie werden Tarife nach 
Absatz 1 auf die individuelle Situation des Antragstellers angewandt. 
2Darüber hinaus kann eine Bewertung des individuellen Risikos des 
Antragstellers durch spezialisierte Risikoprüfer, z. B. Ärzte, in die Prä-
mienermittlung einfließen. 3Hierzu werden auch personenbezogene 
Daten einschließlich ggf. besonderer Kategorien personenbezogener 
Daten, wie Gesundheitsdaten, verwendet, die nach Maßgabe dieser 
Verhaltensregeln verarbeitet worden sind.

(7)  Die Versicherungswirtschaft verarbeitet personenbezogene Daten 
entsprechend den vorstehenden Absätzen auch für Zwecke der wis-
senschaftlichen Forschung, zum Beispiel zur Unfallforschung. 

Art. 11  Scoring

Für das Scoring gelten die gesetzlichen Regelungen.

Art. 12  Bonitätsdaten

Für die Erhebung, Verarbeitung und Nutzung von Bonitätsdaten gel-
ten die gesetzlichen Regelungen.

Art. 13  Automatisierte Einzelentscheidungen  

(1)  Automatisierte Entscheidungen, die für die betroffenen Personen 
eine rechtliche Wirkung nach sich ziehen oder sie in ähnlicher Weise 
erheblich beeinträchtigen, werden nur unter den in Absatz 2, 3 und 4 
genannten Voraussetzungen getroffen.

(2)  1Eine Entscheidung, die für den Abschluss oder die Erfüllung 
eines Versicherungsvertrags mit der betroffenen Person oder im 
Rahmen der Leistungserbringung erforderlich ist, kann automatisiert 
erfolgen. 2Eine Erforderlichkeit ist insbesondere in folgenden Fällen 
gegeben:

1. � Entscheidungen gegenüber Antragstellern über den Abschluss 
und die Konditionen eines Versicherungsvertrages,

2. � Entscheidungen gegenüber Versicherungsnehmern über Leis-
tungsfälle im Rahmen eines Versicherungsverhältnisses, 

3. � Entscheidungen über die Erfüllung von Merkmalen bei verhaltens-
bezogenen Tarifen, z. B. das Fahrverhalten honorierende Rabatte 
in der Kfz-Versicherung.

(3)  1Automatisierte Entscheidungen über Leistungsansprüche nach 
einem Versicherungsvertrag, z. B. Entscheidungen gegenüber mitver-
sicherten Personen oder Geschädigten in der Haftpflichtversicherung, 
sind auch dann zulässig, wenn dem Begehren der betroffenen Per-
son stattgegeben wird. 2Die Entscheidung kann im Rahmen der Leis-
tungserbringung nach einem Versicherungsvertrag auch automatisiert 
ergehen, wenn die Entscheidung auf der Anwendung verbindlicher 
Entgeltregelungen für Heilbehandlungen beruht und das Unternehmen 
für den Fall, dass dem Antrag nicht vollumfänglich stattgegeben wird, 
angemessene Maßnahmen zur Wahrung der berechtigten Interessen 
der betroffenen Person trifft, wozu mindestens das Recht auf Erwirkung 
des Eingreifens einer Person seitens des Unternehmens, auf Darlegung 
des eigenen Standpunktes und auf Anfechtung der Entscheidung zählt. 

(4)  Darüber hinaus kann eine automatisierte Entscheidung mit aus-
drücklicher Einwilligung der betroffenen Person erfolgen.

(5)  1Besondere Kategorien personenbezogener Daten werden im 
Rahmen einer automatisierten Entscheidungsfindung verarbei-
tet, wenn die betroffenen Personen ihre Einwilligung erteilt haben. 
2Automatisierte Entscheidungen mit besonderen Kategorien perso-
nenbezogener Daten sind auch ohne Einwilligung in den Fällen des 
Absatzes 3 möglich.

(6)  1Sofern automatisierte Entscheidungen zu Lasten der betroffenen 
Personen getroffen werden, wird mindestens das Folgende veran-
lasst: Das Unternehmen teilt den betroffenen Personen mit, dass eine 
automatisierte Entscheidung getroffen wurde. 2Dabei werden ihnen, 
sofern sie nicht bereits informiert wurden, aussagekräftige Informa-
tionen über die involvierte Logik sowie die Tragweite und die ange-
strebten Auswirkungen der automatisierten Entscheidungsfindung 
mitgeteilt. 3Auf Verlangen werden den betroffenen Personen auch die 
wesentlichen Gründe der Entscheidungsfindung mitgeteilt und erläu-
tert, um ihnen die Darlegung ihres Standpunktes, das Eingreifen einer 
Person seitens des Unternehmens und die Anfechtung der Entschei-
dung zu ermöglichen. 4Dies umfasst auch die verwendeten Daten-
arten sowie ihre Bedeutung für die automatisierte Entscheidung. 5Die 
betroffenen Personen haben das Recht, die Entscheidung anzufech-
ten. 6Dann wird die Entscheidung auf dieser Grundlage in einem nicht 
ausschließlich automatisierten Verfahren erneut geprüft. 7Artikel 28 
Absatz 1 dieser Verhaltensregeln gilt entsprechend.

(7)  Der Einsatz automatisierter Entscheidungsverfahren wird doku-
mentiert.

(8)  1Die Unternehmen stellen sicher, dass technische und organisa-
torische Maßnahmen getroffen werden, damit Faktoren, die zu un-
richtigen personenbezogenen Daten führen, korrigiert werden können 
und das Risiko von Fehlern minimiert wird. 2In Hinblick auf Gesund-
heitsdaten werden auch die gesetzlichen Vorgaben der §§ 37 Abs. 2, 
22 Abs. 2 BDSG beachtet. 

Art. 14  Hinweis- und Informationssystem (HIS)

(1)  1Die Unternehmen der deutschen Versicherungswirtschaft – mit 
Ausnahme der privaten Krankenversicherer – nutzen ein Hinweis- und 
Informationssystem (HIS) zur Unterstützung der Risikobeurteilung im 
Antragsfall, zur Sachverhaltsaufklärung bei der Leistungsprüfung so-
wie bei der Bekämpfung der missbräuchlichen Erlangung von Ver-
sicherungsleistungen. 2Der Betrieb und die Nutzung des HIS erfolgen 
auf Basis von Interessenabwägungen und festgelegten Einmelde
kriterien.

(2)  1Das HIS wird getrennt nach Versicherungssparten betrieben. 
2In allen Sparten wird der Datenbestand in jeweils zwei Datenpools 
getrennt verarbeitet: in einem Datenpool für die Abfrage zur Risiko-
prüfung im Antragsfall (A-Pool) und in einem Pool für die Abfrage zur 
Leistungsprüfung (L-Pool). 3Die Unternehmen richten die Zugriffs-
berechtigungen für ihre Mitarbeiter entsprechend nach Sparten und 
Aufgaben getrennt ein.

(3)  1Die Unternehmen melden Daten zu Fahrzeugen, Immobilien oder 
Personen an den Betreiber des HIS, wenn ein erhöhtes Risiko vorliegt 
oder wenn eine Auffälligkeit festgestellt wurde, soweit dies zur gegen-
wärtigen oder künftigen Aufdeckung oder zur Verhinderung der miss-
bräuchlichen Erlangung von Versicherungsleistungen erforderlich ist 
und nicht überwiegende schutzwürdige Rechte und Freiheiten der be-
troffenen Personen dagegen sprechen. 2Eine Einwilligung der betrof-
fenen Personen ist nicht erforderlich. 3Vor einer Einmeldung von Daten 
zu Personen erfolgt eine Abwägung der Interessen der Unternehmen 
und des Betroffenen. 4Bei Vorliegen der festgelegten Meldekriterien ist 
regelmäßig von einem überwiegenden berechtigten Interesse des Un-
ternehmens an der Einmeldung auszugehen. 5Die Abwägung ist hin-
reichend aussagekräftig zu dokumentieren. 6Besondere Kategorien 
personenbezogener Daten, wie z. B. Gesundheitsdaten, werden nicht 
an das HIS gemeldet. 7Wenn erhöhte Risiken in der Personenversi-
cherung als „Erschwernis“ gemeldet werden, geschieht dies ohne die 
Angabe, ob sie auf Gesundheitsdaten oder einem anderen Grund, 
z. B. einem gefährlichen Beruf oder Hobby, beruhen. 8Personenbezo-
gene Daten über strafrechtliche Verurteilungen und Straftaten werden 
ebenfalls nicht an das HIS gemeldet, es sei denn, die Verarbeitung 
wird unter behördlicher Aufsicht vorgenommen oder dies ist nach dem 
Unionsrecht oder dem nationalen Recht, das geeignete Garantien für 
die Rechte und Freiheiten der betroffenen Personen vorsieht, zulässig.

(4)  1Die Unternehmen informieren die Versicherungsnehmer bereits 
bei Vertragsabschluss in allgemeiner Form über das HIS unter Angabe 
des Verantwortlichen mit dessen Kontaktdaten. 2Sie benachrichtigen 
spätestens anlässlich der Einmeldung die betroffenen Personen mit 
den nach Art. 8 Absatz 3 relevanten Informationen. 3Eine Benachrich-
tigung kann in den Fällen des Art. 8 Abs. 5 dieser Verhaltensregelun-
gen unterbleiben.

(5)  1Ein Abruf von Daten aus dem HIS kann bei Antragstellung und 
im Leistungsfall erfolgen, nicht jedoch bei Auszahlung einer Kapital
lebensversicherung im Erlebensfall. 2Der Datenabruf ist nicht die allei-
nige Grundlage für eine Entscheidung im Einzelfall. 3Die Informationen 
werden lediglich als Hinweis dafür gewertet, dass der Sachverhalt einer 
näheren Prüfung bedarf. 4Alle Datenabrufe erfolgen im automatisierten 
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Abrufverfahren und werden protokolliert für Revisionszwecke und den 
Zweck, stichprobenartig deren Berechtigung prüfen zu können.

(6)  1Soweit zur weiteren Sachverhaltsaufklärung erforderlich, können 
im Leistungsfall auch Daten zwischen dem einmeldenden und dem 
abrufenden Unternehmen ausgetauscht werden, wenn kein Grund zu 
der Annahme besteht, dass die betroffene Person ein schutzwürdiges 
Interesse am Ausschluss der Übermittlung hat. 2So werden beispiels-
weise Daten und Gutachten über Kfz- oder Gebäude-Schäden bei dem 
Unternehmen angefordert, welches einen Schaden in das HIS einge-
meldet hatte. 3Der Datenaustausch wird dokumentiert. 4Soweit der 
Datenaustausch nicht gemäß Artikel 15 dieser Verhaltensregeln erfolgt, 
werden die betroffenen Personen über den Datenaustausch informiert. 
5Eine Information ist nicht erforderlich, solange die Aufklärung des 
Sachverhalts dadurch gefährdet würde oder wenn die betroffenen Per-
sonen auf andere Weise Kenntnis vom Datenaustausch erlangt haben.

(7)  1Die im HIS gespeicherten Daten werden spätestens am Ende des 
4. Jahres nach dem Vorliegen der Voraussetzung für die Einmeldung 
gelöscht. 2Zu einer Verlängerung der Speicherdauer auf maximal 
10 Jahre kommt es in der Lebensversicherung im Leistungsbereich 
oder bei erneuter Einmeldung innerhalb der regulären Speicherzeit 
gemäß Satz 1. 3Daten zu Anträgen, bei denen kein Vertrag zustande 
gekommen ist, werden im HIS spätestens am Ende des 3. Jahres nach 
dem Jahr der Antragstellung gelöscht.

(8)  Der Gesamtverband der Deutschen Versicherungswirtschaft gibt 
unter Beachtung datenschutzrechtlicher Vorgaben einen detaillierten 
Leitfaden zur Nutzung des HIS an die Unternehmen heraus.

Art. 15  Aufklärung von Widersprüchlichkeiten

(1)  1Die Unternehmen können jederzeit bei entsprechenden Anhalts-
punkten prüfen, ob bei der Antragstellung oder bei Aktualisierungen 
von Antragsdaten während des Versicherungsverhältnisses unrichtige 
oder unvollständige Angaben gemacht wurden und damit die Risiko-
beurteilung beeinflusst wurde oder ob falsche oder unvollständige 
Sachverhaltsangaben bei der Feststellung eines entstandenen Scha-
dens gemacht wurden. 2Zu diesem Zweck nehmen die Unternehmen 
Datenerhebungen und -verarbeitungen vor, soweit dies zur Aufklärung 
der Widersprüchlichkeiten erforderlich ist. 3Bei der Entscheidung, 
welche Daten die Unternehmen benötigen, um ihre Entscheidung auf 
ausreichender Tatsachenbasis zu treffen, kommt ihnen ein Beurtei-
lungsspielraum zu.

(2)  1Im Leistungsfall kann auch ohne Vorliegen von Anhaltspunk-
ten die Prüfung nach Abs. 1 erfolgen. 2Dies umfasst die Einholung 
von Vorinformationen (z. B. Zeiträume, in denen Behandlungen oder 
Untersuchungen stattfanden), die es dem Unternehmen ermöglichen 
einzuschätzen, ob und welche Informationen im Weiteren tatsächlich 
für die Prüfung relevant sind.

(3)  1Datenverarbeitungen zur Überprüfung der Angaben zur Risiko-
beurteilung bei Antragstellung erfolgen nur innerhalb von fünf Jahren, 
bei Krankenversicherungen innerhalb von drei Jahren nach Vertrags-
schluss. 2Die Angaben können auch nach Ablauf dieser Zeit noch 
überprüft werden, wenn der Versicherungsfall vor Ablauf der Frist 
eingetreten ist. 3Für die Prüfung, ob der Versicherungsnehmer bei 
der Antragstellung vorsätzlich oder arglistig unrichtige oder unvoll-
ständige Angaben gemacht hat, verlängert sich dieser Zeitraum auf 
10 Jahre.

(4)  Ist die Erhebung und Verarbeitung von besonderen Kategorien 
personenbezogener Daten, insbesondere von Daten über die Ge-
sundheit, nach Absatz 1 erforderlich, werden die betroffenen Perso-
nen entsprechend ihrer Erklärung im Versicherungsantrag vor einer 
Datenerhebung bei Dritten nach § 213 Abs. 2 VVG unterrichtet und 
auf ihr Widerspruchsrecht hingewiesen oder von den betroffenen Per-
sonen wird zuvor eine eigenständige Einwilligungs- und Schweige-
pflichtentbindungserklärung eingeholt. 

(5)  1Die Möglichkeit, die Abgabe der Einwilligungs- und Schweige-
pflichtentbindungserklärung zu verweigern, bleibt unbenommen und 
das Unternehmen informiert die betroffene Person diesbezüglich. 
2Verweigert die betroffene Person die Abgabe der Einwilligungs- und 
Schweigepflichtentbindungserklärung, obliegt es der betroffenen Per-
son als Voraussetzung für die Schadenregulierung alle erforderlichen 
Informationen zu beschaffen und dem Unternehmen zur Verfügung 
zu stellen. 3Das Unternehmen hat in diesem Fall darzulegen, welche 
Informationen es bei Verweigerung der Einwilligungs- und Schweige-
pflichtentbindungserklärung für erforderlich hält.

Art. 16  Datenaustausch mit anderen Versicherern

(1)  1Ein Datenaustausch zwischen einem Vorversicherer und seinem 
nachfolgenden Versicherer wird zur Erhebung tarifrelevanter oder 

leistungsrelevanter Angaben unter Beachtung des Artikels 8 Abs. 1 
vorgenommen. 2Dies ist insbesondere der Fall, wenn die Angaben 
erforderlich sind:

1. � bei der Risikoeinschätzung zur Überprüfung von Schadenfreiheits-
rabatten, insbesondere der Schadensfreiheitsklassen in der Kfz-
Haftpflichtversicherung und Vollkaskoversicherung, 

2. � zur Übertragung von Ansprüchen auf Altersvorsorge bei Anbieter- 
oder Arbeitgeberwechsel,

3. � zur Übertragung von Altersrückstellungen in der Krankenversiche-
rung auf den neuen Versicherer, 

4. � zur Ergänzung oder Verifizierung der Angaben der Antragsteller 
oder Versicherten.

3In den Fällen der Nummern 1 und 4 ist der Datenaustausch zum 
Zweck der Risikoprüfung nur zulässig, wenn die betroffenen Personen 
bei Datenerhebung im Antrag über den möglichen Datenaustausch 
und dessen Zweck und Gegenstand informiert werden. 4Nach einem 
Datenaustausch zum Zweck der Leistungsprüfung werden die be-
troffenen Personen vom Daten erhebenden Unternehmen über einen 
erfolgten Datenaustausch im gleichen Umfang informiert. 5Artikel 15 
dieser Verhaltensregeln bleibt unberührt.

(2)  Ein Datenaustausch mit anderen Versicherern außerhalb der für 
das Hinweis- und Informationssystem der Versicherungswirtschaft 
(HIS) getroffenen Regelungen erfolgt darüber hinaus, soweit dies zur 
Antrags- und Leistungsprüfung und -erbringung, einschließlich der 
Regulierung von Schäden bei gemeinsamer, mehrfacher oder kom-
binierter Absicherung von Risiken, des gesetzlichen Übergangs einer 
Forderung gegen eine andere Person oder zur Regulierung von Schä-
den zwischen mehreren Versicherern über bestehende Teilungs- und 
Regressverzichtsabkommen erforderlich ist und kein Grund zu der 
Annahme besteht, dass ein überwiegendes schutzwürdiges Interesse 
der betroffenen Person dem entgegensteht.

(3)  Der Datenaustausch wird dokumentiert.

Art. 17  Datenübermittlung an Rückversicherer

(1)  1Um jederzeit zur Erfüllung ihrer Verpflichtungen aus den Versi-
cherungsverhältnissen in der Lage zu sein, geben Unternehmen einen 
Teil ihrer Risiken aus den Versicherungsverträgen an Rückversicherer 
weiter. 2Zum weiteren Risikoausgleich bedienen sich in einigen Fällen 
diese Rückversicherer ihrerseits weiterer Rückversicherer. 3Zur ord-
nungsgemäßen Begründung, Durchführung oder Beendigung des 
Rückversicherungsvertrages werden in anonymisierter oder – soweit 
dies für die vorgenannten Zwecke nicht ausreichend ist – pseudony-
misierter Form Daten aus dem Versicherungsantrag oder –verhältnis, 
insbesondere Versicherungsnummer, Beitrag, Art und Höhe des Ver-
sicherungsschutzes und des Risikos sowie etwaige Risikozuschläge 
weitergegeben.

(2)  1Personenbezogene Daten erhalten die Rückversicherer nur, so-
weit dies 

a) � für den Abschluss oder die Erfüllung des Versicherungsvertrages 
erforderlich ist oder 

b) � zur Sicherstellung der Erfüllbarkeit der Verpflichtungen des Unter-
nehmens aus den Versicherungsverhältnissen erfolgt und kein 
Grund zu der Annahme besteht, dass ein überwiegendes schutz-
würdiges Interesse der betroffenen Person dem Unternehmens-
interesse entgegensteht. 

2Dies kann der Fall sein, wenn im Rahmen des konkreten Rückver-
sicherungsverhältnisses die Übermittlung personenbezogener Daten 
an Rückversicherer aus folgenden Gründen erfolgt:

a) � Die Rückversicherer führen z. B. bei hohen Vertragssummen oder 
bei einem schwer einzustufenden Risiko im Einzelfall die Risiko-
prüfung und die Leistungsprüfung durch.

b) � Die Rückversicherer unterstützen die Unternehmen bei der Risi-
ko- und Schadenbeurteilung sowie bei der Bewertung von Ver-
fahrensabläufen.

c) � Die Rückversicherer erhalten zur Bestimmung des Umfangs der 
Rückversicherungsverträge einschließlich der Prüfung, ob und in 
welcher Höhe sie an ein und demselben Risiko beteiligt sind (Ku-
mulkontrolle) sowie zu Abrechnungszwecken Listen über den Be-
stand der unter die Rückversicherung fallenden Verträge.

d) � Die Risiko- und Leistungsprüfung durch den Erstversicherer wird 
von den Rückversicherern stichprobenartig oder in Einzelfällen 
kontrolliert zur Prüfung ihrer Leistungspflicht gegenüber dem Erst-
versicherer.
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(3)  1Die Unternehmen vereinbaren mit den Rückversicherern, dass 
personenbezogene Daten von diesen nur zu den in Absatz 2 ge-
nannten Zwecken sowie mit diesen kompatiblen Zwecken (z. B. 
Statistiken und wissenschaftliche Forschung) verwendet werden. 
2Außerdem vereinbaren sie, ob der Rückversicherer eine gesetzlich 
erforderliche Information an die betroffene Person selbst vornimmt 
oder ob das Unternehmen die Information des Rückversicherers an 
die betroffene Person weiterleitet. 3Im Fall der Weiterleitung verein-
baren sie auch, wie die Information erfolgt. 4Soweit die Unternehmen 
einer Verschwiegenheitspflicht gemäß § 203 StGB unterliegen, ver-
pflichten sie die Rückversicherer hinsichtlich der Daten, die sie nach 
Absatz 2 erhalten, Verschwiegenheit zu wahren und weitere Rück-
versicherer sowie Stellen, die für sie tätig sind, zur Verschwiegenheit 
zu verpflichten.

(4)  Besondere Kategorien personenbezogener Daten, insbesondere 
Gesundheitsdaten, erhalten die Rückversicherer nur, wenn die Vor-
aussetzungen des Artikels 6 dieser Verhaltensregeln erfüllt sind.

VI. � VERARBEITUNG PERSONENBEZOGENER DATEN FÜR 
VERTRIEBSZWECKE UND ZUR MARKT- UND MEINUNGS-
FORSCHUNG

Art. 18  Verwendung von Daten für Zwecke der Werbung 

(1)  Personenbezogene Daten werden für Zwecke der Werbung nur 
auf der Grundlage von Artikel 6 Abs. 1 lit. a) oder f) Datenschutz-
Grundverordnung und unter Beachtung von § 7 UWG verarbeitet.

(2)  1Betroffene Personen können der Verwendung ihrer personenbe-
zogenen Daten zu Zwecken der Direktwerbung widersprechen. 2Die 
personenbezogenen Daten werden dann nicht mehr für diese Zwecke 
verarbeitet. 3Das Unternehmen trifft zur Umsetzung geeignete techni-
sche und organisatorische Maßnahmen.

Art. 19  Marktumfragen

(1)  Die Unternehmen führen Markt- und Meinungsumfragen unter 
besonderer Berücksichtigung der schutzwürdigen Interessen der be-
troffenen Personen durch. 

(2)  1Soweit die Unternehmen andere Stellen mit Markt- und Meinungs-
umfragen beauftragen, ist diese Stelle unter Nachweis der Einhaltung 
der Datenschutzstandards auszuwählen. 2Vor der Datenweitergabe 
sind die Einzelheiten des Vorhabens vertraglich nach den Vorgaben 
der Artikel 21, 22 oder 22a dieser Verhaltensregeln zu regeln. 3Dabei 
ist insbesondere festzulegen:

a) � dass die übermittelten und zusätzlich erhobenen Daten frühest-
möglich pseudonymisiert und sobald nach dem Zweck der Um-
frage möglich anonymisiert werden,

b) � dass die Auswertung der Daten sowie die Übermittlung der Ergebnis-
se der Markt- und Meinungsumfragen an die Unternehmen in mög-
lichst anonymisierter oder in pseudonymisierter Form, wenn dies für 
die Zwecke erforderlich ist (z. B. Folgebefragungen), erfolgen. 

(3)  1Soweit die Unternehmen selbst personenbezogene Daten zum 
Zweck der Durchführung von Markt- und Meinungsumfragen ver-
arbeiten oder nutzen, werden die Daten frühestmöglich pseudonymi-
siert und sobald nach dem Zweck der Umfrage möglich anonymisiert. 
2Die Ergebnisse werden ausschließlich in möglichst anonymisierter 
oder in pseudonymisierter Form, wenn dies für die Zwecke erforder-
lich ist (z. B. Folgebefragungen), gespeichert oder genutzt. 

(4)  Soweit im Rahmen der Markt- und Meinungsumfragen geschäft-
liche Handlungen vorgenommen werden, die als Werbung zu werten 
sind, beispielsweise wenn bei der Datenerhebung auch absatzför-
dernde Äußerungen erfolgen, richtet sich die Verarbeitung personen-
bezogener Daten dafür nach den in Artikel 18 dieser Verhaltensregeln 
getroffenen Regelungen.

Art. 20  Datenübermittlung an selbstständige Vermittler

(1)  1Eine Übermittlung personenbezogener Daten erfolgt an den be-
treuenden Vermittler nur, soweit es zur bedarfsgerechten Vorbereitung 
oder Bearbeitung eines konkreten Antrags bzw. Vertrags oder zur ord-
nungsgemäßen Durchführung der Versicherungsangelegenheiten der 
betroffenen Personen erforderlich ist. 2Die Vermittler werden auf ihre 
besonderen Verschwiegenheitspflichten hingewiesen. 

(2)  1Vor der erstmaligen Übermittlung personenbezogener Daten 
an einen Versicherungsvertreter oder im Falle eines Wechsels vom 
betreuenden Versicherungsvertreter auf einen anderen Versiche-
rungsvertreter informiert das Unternehmen die Versicherten oder 
Antragsteller vorbehaltlich der Regelung des Absatz 3 möglichst 
frühzeitig, mindestens aber zwei Wochen vor der Übermittlung ihrer 

personenbezogenen Daten über den bevorstehenden Datentransfer, 
die Identität (Name, Sitz) des neuen Versicherungsvertreters und ihr 
Widerspruchsrecht. 2Die Benachrichtigung erfolgt nicht, wenn der 
Wechsel von der betroffenen Person selbst gewünscht ist. 3Eine Infor-
mation durch den bisherigen Versicherungsvertreter steht einer Infor-
mation durch das Unternehmen gleich. 4Im Falle eines Widerspruchs 
findet die Datenübermittlung grundsätzlich nicht statt. 5In diesem Fall 
wird die Betreuung durch einen anderen Versicherungsvertreter oder 
das Unternehmen selbst angeboten. 

(3)  Eine Ausnahme von Absatz 2 besteht, wenn die ordnungsgemäße 
Betreuung der Versicherten im Einzelfall oder wegen des unerwar-
teten Wegfalls der Betreuung der Bestand der Vertragsverhältnisse 
gefährdet ist.

(4)  1Personenbezogene Daten von Versicherten oder Antragstellern 
dürfen an einen Versicherungsmakler oder eine Dienstleistungsgesell-
schaft von Versicherungsmaklern übermittelt werden, wenn die Ver-
sicherten oder Antragsteller dem Makler dafür eine Maklervollmacht 
oder eine vergleichbare Bevollmächtigung erteilt haben, die die Da-
tenübermittlung abdeckt. 2Für den Fall des Wechsels des Maklers gilt 
zudem Absatz 2 entsprechend. 

(5)  1Eine Übermittlung von Gesundheitsdaten durch das Unterneh-
men an den betreuenden Vermittler erfolgt grundsätzlich nicht, es sei 
denn, es liegt eine Einwilligung der betroffenen Personen vor. 2Gesetz-
liche Übermittlungsbefugnisse bleiben hiervon unberührt.

VII. � DATENVERARBEITUNG DURCH AUFTRAGSVERARBEITER, 
DIENSTLEISTER UND GEMEINSAM VERANTWORTLICHE

Art. 21  Pflichten bei der Verarbeitung im Auftrag

(1)  1Sofern ein Unternehmen personenbezogene Daten gemäß Ar-
tikel 28 Datenschutz-Grundverordnung im Auftrag verarbeiten lässt 
(z. B. elektronische Datenverarbeitung, Scannen und Zuordnung von 
Eingangspost, Adressverwaltung, Antrags- und Vertragsbearbeitung, 
Schaden- und Leistungsbearbeitung, Sicherstellung der korrekten 
Verbuchung von Zahlungseingängen, Zahlungsausgang, Entsorgung 
von Dokumenten), wird der Auftragnehmer mindestens gemäß Art. 28 
Abs. 3 Datenschutz-Grundverordnung verpflichtet. 2Es wird nur ein 
solcher Auftragnehmer ausgewählt, der hinreichende Garantien dafür 
bietet, dass geeignete technische und organisatorische Maßnahmen 
so durchgeführt werden, dass die Verarbeitung im Einklang mit der 
Datenschutz-Grundverordnung erfolgt und den Schutz der Rechte 
der betroffenen Personen gewährleistet. 3Das Unternehmen verlangt 
alle erforderlichen Informationen zum Nachweis und zur Überprüfung 
der Einhaltung der beim Auftragnehmer getroffenen technischen und 
organisatorischen Maßnahmen, zum Beispiel durch geeignete Zerti-
fikate. 4Die Ergebnisse werden dokumentiert. 

(2)  1Jede Datenverarbeitung beim Auftragsverarbeiter erfolgt nur für 
die Zwecke und im Rahmen der dokumentierten Weisungen des Un-
ternehmens. 2Vertragsklauseln sollen den Beauftragten für den Daten-
schutz vorgelegt werden, die bei Bedarf beratend mitwirken. 

(3)  1Das Unternehmen hält eine aktuelle Liste der Auftragnehmer be-
reit. 2Ist die automatisierte Verarbeitung personenbezogener Daten 
nicht Hauptgegenstand des Auftrags oder werden viele verschiede-
ne Auftragnehmer (z. B. Dienstleister zur Aktenvernichtung an ver-
schiedenen Unternehmensstandorten oder regionale Werkstätten) mit 
gleichartigen Aufgaben betraut, können die Auftragsverarbeiter – un-
beschadet interner Dokumentationspflichten – in Kategorien zusam-
mengefasst werden unter Bezeichnung ihrer Aufgabe. 3Dies gilt auch 
für Auftragnehmer, die nur gelegentlich tätig werden. 4Die Liste wird 
in geeigneter Form bekannt gegeben. 5Werden personenbezogene 
Daten bei den betroffenen Personen erhoben, sind sie grundsätzlich 
bei Erhebung über die Liste zu unterrichten.

(4)  Ein Vertrag oder ein anderes Rechtsinstrument im Sinne von 
Art. 28 Abs. 3 und 4 Datenschutz-Grundverordnung zur Verarbeitung 
im Auftrag ist schriftlich abzufassen, was auch in einem elektroni-
schen Format erfolgen kann.

Art. 22 � Datenverarbeitung durch Dienstleister ohne Auftrags-
verarbeitung

(1)  1Ohne Vereinbarung einer Auftragsverarbeitung können perso-
nenbezogene Daten an Dienstleister zur eigenverantwortlichen Auf-
gabenerfüllung übermittelt und von diesen verarbeitet werden, so-
weit dies für die Zweckbestimmung des Versicherungsverhältnisses 
mit den Betroffenen erforderlich ist. 2Das ist insbesondere möglich, 
wenn Sachverständige mit der Begutachtung eines Versicherungs-
falls beauftragt sind oder wenn Dienstleister zur Ausführung der ver-
traglich vereinbarten Versicherungsleistungen, die eine Sachleistung 
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beinhalten, eingeschaltet werden, z. B. Krankentransportdienstleis-
ter, Haushaltshilfen, Schlüsseldienste und ähnliche Dienstleister.

(2)  1Die Übermittlung von personenbezogenen Daten an Dienstleister 
und deren Verarbeitung zur eigenverantwortlichen Erfüllung von Da-
tenverarbeitungs- oder sonstigen Aufgaben kann auch dann erfolgen, 
wenn dies zur Wahrung der berechtigten Interessen des Unternehmens 
erforderlich ist und die schutzwürdigen Interessen der betroffenen Per-
sonen nicht überwiegen. 2Das kann zum Beispiel der Fall sein, wenn 
Dienstleister Aufgaben übernehmen, die der Geschäftsabwicklung des 
Unternehmens dienen, wie beispielsweise die Risikoprüfung, Schaden- 
und Leistungsbearbeitung und Inkasso, sofern dies keine Auftragsver-
arbeitung ist und die Voraussetzungen der Absätze 4 bis 8 erfüllt sind.

(3)  1Die Übermittlung von personenbezogenen Daten an Dienstleister 
nach Absatz 2 unterbleibt, soweit die betroffene Person aus Grün-
den, die sich aus ihrer besonderen persönlichen Situation ergeben, 
dieser widerspricht und eine Prüfung ergibt, dass seitens des über-
mittelnden Unternehmens keine zwingenden schutzwürdigen Gründe 
für die Verarbeitung beim Dienstleister vorliegen, die die Interessen 
der betroffenen Person überwiegen. 2Die Übermittlung an den Dienst-
leister erfolgt trotz des Widerspruchs auch dann, wenn sie der Gel-
tendmachung, Ausübung oder Verteidigung von Rechtsansprüchen 
dient. 3Die betroffenen Personen werden in geeigneter Weise auf ihre 
Widerspruchsmöglichkeit hingewiesen.

(4)  Das Unternehmen schließt mit den Dienstleistern, die nach Ab-
satz 2 tätig werden, eine vertragliche Vereinbarung, die mindestens 
folgende Punkte enthalten muss:
– � Eindeutige Beschreibung der Aufgaben des Dienstleisters;
– � Sicherstellung, dass die übermittelten Daten nur im Rahmen der 

vereinbarten Zweckbestimmung verarbeitet oder genutzt werden;
– � Gewährleistung eines Datenschutz- und Datensicherheitsstan-

dards, der diesen Verhaltensregeln entspricht; 
– � Verpflichtung des Dienstleisters, dem Unternehmen alle Auskünfte 

zu erteilen, die zur Erfüllung einer beim Unternehmen verbleiben-
den Auskunftspflicht erforderlich sind oder der betroffenen Person 
direkt Auskunft zu erteilen.

(5)  Diese Aufgabenauslagerungen nach Absatz 2 werden doku
mentiert.

(6)  1Unternehmen und Dienstleister vereinbaren in den Fällen des 
Absatzes 2 zusätzlich, dass betroffene Personen, welche durch die 
Übermittlung ihrer Daten an den Dienstleister oder die Verarbeitung 
ihrer Daten durch diesen einen Schaden erlitten haben, berechtigt 
sind, von beiden Parteien Schadenersatz zu verlangen. 2Vorrangig 
tritt gegenüber den betroffenen Personen das Unternehmen für den 
Ersatz des Schadens ein. 3Die Parteien vereinbaren, dass sie gesamt-
schuldnerisch haften und sie nur von der Haftung befreit werden kön-
nen, wenn sie nachweisen, dass keine von ihnen für den erlittenen 
Schaden verantwortlich ist.

(7)  1Das Unternehmen hält eine aktuelle Liste der Dienstleister nach 
Absatz 2 bereit, an die Aufgaben im Wesentlichen übertragen werden. 
2Ist die automatisierte Verarbeitung personenbezogener Daten nicht 
Hauptgegenstand des Vertrages, können die Dienstleister in Kate-
gorien zusammengefasst werden unter Bezeichnung ihrer Aufgabe. 
3Dies gilt auch für Stellen, die nur einmalig tätig werden. 4Die Liste 
wird in geeigneter Form bekannt gegeben. 5Werden personenbezo-
gene Daten bei den Betroffenen erhoben, sind sie grundsätzlich bei 
Erhebung über die Liste zu unterrichten.

(8)  Das Unternehmen stellt sicher, dass die Rechte der betroffenen 
Personen gemäß Artikel 23 bis 24c durch die Einschaltung des Dienst-
leisters nach Absatz 2 nicht geschmälert werden.

(9)  Übermittlungen von personenbezogenen Daten an Rechtsanwälte, 
Steuerberater und Wirtschaftsprüfer im Rahmen von deren Aufgaben-
erfüllungen bleiben von den zuvor genannten Regelungen unberührt.

(10)  1Besondere Arten personenbezogener Daten dürfen in diesem 
Rahmen nur verarbeitet werden, wenn die betroffenen Personen ein-
gewilligt haben oder eine gesetzliche Grundlage vorliegt. 2Soweit die 
Unternehmen einer Verschwiegenheitspflicht gemäß § 203 StGB un-
terliegen, verpflichten sie die Dienstleister hinsichtlich der Daten, die 
sie nach den Absätzen 1 und 2 erhalten, Verschwiegenheit zu wahren 
und weitere Dienstleister sowie Stellen, die für sie tätig sind, zur Ver-
schwiegenheit zu verpflichten.

Art. 22a  Gemeinsam verantwortliche Stellen

(1)  Eine Gruppe von Versicherungs- und Finanzdienstleistungsunter-
nehmen kann für gemeinsame Geschäftszwecke gemeinsame Daten
verarbeitungsverfahren nach Maßgabe des Art. 26 Datenschutz-
Grundverordnung einrichten. 

(2)  1Die Unternehmen legen bei gemeinsamen Datenverarbeitungs-
verfahren mit zwei oder mehr Verantwortlichen in einer vertraglichen 
Vereinbarung in transparenter Form fest, wer von ihnen welche Ver-
pflichtung gemäß der Datenschutz-Grundverordnung erfüllt, insbe-
sondere welche Stelle welche Funktionen zur Erfüllung der Rechte der 
betroffenen Personen übernimmt. 2Geregelt werden auch die Verant-
wortlichkeiten für die Information der betroffenen Personen. 

(3)  Das Unternehmen hält eine aktuelle Liste der Zwecke der gemein-
samen Datenverarbeitungsverfahren mit den jeweils verantwortlichen 
Unternehmen bereit und gibt sie den betroffenen Personen in geeig-
neter Form bekannt.

(4)  Betroffene Personen können ihre datenschutzrechtlich begrün-
deten Rechte gegenüber jedem einzelnen Verantwortlichen geltend 
machen.

VIII.  RECHTE DER BETROFFENEN PERSONEN

Art. 23  Auskunftsanspruch

(1)  Betroffene Personen haben das Recht zu erfahren, ob sie betref-
fende personenbezogene Daten verarbeitet werden und sie können 
Auskunft über die beim Unternehmen über sie gespeicherten Daten 
verlangen. 

(2)  Verarbeitet ein Unternehmen eine große Menge von Informatio-
nen über die betroffene Person oder wird ein Auskunftsersuchen im 
Hinblick auf die zu beauskunftenden personenbezogenen Daten un-
spezifisch gestellt, erteilt das Unternehmen zunächst Auskunft über 
die zur betroffenen Person gespeicherten Stammdaten sowie zusam-
menfassende Informationen über die Verarbeitung und bittet die be-
troffene Person zu präzisieren, auf welche Information oder welche 
Verarbeitungsvorgänge sich ihr Verlangen bezieht. 

(3)  1Der betroffenen Person wird entsprechend ihrer Anfrage Aus-
kunft erteilt. 2Die Auskunft wird so erteilt, dass sich die betroffene 
Person über Art und Umfang der Verarbeitung bewusst werden und 
ihre Rechtmäßigkeit überprüfen kann. 3Es wird sichergestellt, dass die 
betroffene Person alle gesetzlich vorgesehenen Informationen erhält. 
4Im Falle einer (geplanten) Weitergabe wird der betroffenen Person 
auch über die Empfänger oder die Kategorien von Empfängern, an die 
ihre Daten weitergegeben werden (sollen), Auskunft erteilt.

(4)  1Es wird sichergestellt, dass nur die berechtigte Person die Aus-
kunft erhält. 2Daher wird die Auskunft, auch wenn ein Bevollmäch-
tigter sie verlangt, der betroffenen Person oder ihrem gesetzlichen 
Vertreter erteilt. 

(5)  1Eine Auskunft erfolgt schriftlich oder in anderer Form, insbeson-
dere auch elektronisch, beispielsweise in einem Kundenportal. 2Im 
Falle einer elektronischen Antragstellung werden die Informationen in 
einem gängigen elektronischen Format zur Verfügung gestellt. 3Dies 
erfolgt nicht, wenn etwas anderes gewünscht ist oder die Authentizi-
tät des Empfängers oder die sichere Übermittlung nicht gewährleistet 
werden kann. 4Sie kann auf Verlangen der betroffenen Personen auch 
mündlich erfolgen, aber nur sofern die Identität der betroffenen Per-
sonen nachgewiesen wurde.

(6)  1Durch die Auskunft dürfen nicht die Rechte und Freiheiten wei-
terer Personen beeinträchtigt werden. 2Geschäftsgeheimnisse des 
Unternehmens können berücksichtigt werden.

(7)  1Eine Auskunft kann unterbleiben, wenn die Daten nach einer 
Rechtsvorschrift oder ihrem Wesen nach, insbesondere wegen des 
überwiegenden berechtigten Interesses eines Dritten geheim gehalten 
werden müssen oder wenn das Bekanntwerden der Information die 
Strafverfolgung gefährden würde. 2Eine Auskunft unterbleibt ferner 
über Daten, die nur deshalb gespeichert sind, weil sie aufgrund ge-
setzlicher oder satzungsmäßiger Aufbewahrungsvorschriften nicht 
gelöscht werden dürfen oder die ausschließlich Zwecken der Datensi-
cherung oder Datenschutzkontrolle dienen, wenn die Auskunftsertei-
lung einen unverhältnismäßigen Aufwand erfordern würde sowie eine 
Verarbeitung zu anderen Zwecken durch geeignete technische und 
organisatorische Maßnahmen ausgeschlossen ist. 3Ein Beispiel sind 
wegen Aufbewahrungspflichten in der Verarbeitung eingeschränkte 
Daten und zugriffsgeschützte Sicherungskopien (Backups).

(8)  1In Fällen des Absatzes 7 werden die Gründe der Auskunftsverwei-
gerung dokumentiert. 2Die Ablehnung der Auskunftserteilung wird ge-
genüber der betroffenen Person begründet. 3Die Begründung erfolgt 
nicht, soweit durch die Mitteilung der tatsächlichen oder rechtlichen 
Gründe für die Auskunftsverweigerung der damit verfolgte Zweck 
gefährdet würde, insbesondere wenn die Mitteilung der Gründe die 
überwiegenden berechtigten Interessen Dritter oder die Strafverfol-
gung beeinträchtigen würde.
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(9)  Im Falle einer Rückversicherung (Artikel 17), Datenverarbeitung 
durch Dienstleister ohne Auftragsverarbeitung (Artikel 22) oder einer 
Verarbeitung durch gemeinsam Verantwortliche (Artikel 22a) nimmt 
das Unternehmen die Auskunftsverlangen entgegen und erteilt auch 
alle Auskünfte, zu denen der Rückversicherer, Dienstleister oder alle 
Verantwortlichen verpflichtet sind oder es stellt die Auskunftserteilung 
durch diese sicher.

Art. 23a  Recht auf Datenübertragbarkeit

(1)  Die betroffene Person bekommt vom Unternehmen die von ihr 
bereitgestellten personenbezogenen Daten übertragen, wenn deren 
Verarbeitung auf ihrer Einwilligung oder auf einem Vertrag mit ihr be-
ruht und die Verarbeitung mithilfe automatisierter Verfahren erfolgt. 

(2)  1Das Recht umfasst die Daten, die die betroffene Person gegen-
über dem Unternehmen angegeben oder bereitgestellt hat. 2Das sind 
insbesondere die Daten, die von der betroffenen Person in Anträgen 
angegeben wurden, wie Name, Adresse und die zum zu versichern-
den Risiko erfragten Angaben sowie alle weiteren im Laufe des Ver-
sicherungsverhältnisses gemachten personenbezogenen Angaben, 
zum Beispiel bei Schadenmeldungen bereitgestellte Daten.

(3)  Die betroffene Person erhält die Daten in einem strukturierten, 
gängigen und maschinenlesbaren Format. 

(4)  Die betroffenen Personen können auch verlangen, dass die per-
sonenbezogenen Daten vom Unternehmen direkt an einen anderen 
Verantwortlichen übermittelt werden, soweit dies technisch machbar 
ist und die Anforderungen an die Sicherheit der Übermittlung erfüllt 
werden können. 

(5)  Die Daten werden nicht direkt einem anderen Verantwortlichen zur 
Verfügung gestellt, wenn die Rechte und Freiheiten anderer Personen 
beeinträchtigt würden.

Art. 24  Anspruch auf Berichtigung

Erweisen sich die gespeicherten personenbezogenen Daten als un-
richtig oder unvollständig, werden diese berichtigt.

Art. 24a  Anspruch auf Einschränkung der Verarbeitung

(1)  Das Unternehmen schränkt auf Verlangen der betroffenen Perso-
nen die Verarbeitung von deren Daten ein: 

a) � solange die Richtigkeit bestrittener Daten überprüft wird,

b) � wenn die Verarbeitung unrechtmäßig ist und die betroffenen Per-
sonen die weitere Speicherung der Daten verlangen,

c) � wenn das Unternehmen die personenbezogenen Daten für die 
Zwecke der Verarbeitung nicht länger benötigt, die betroffenen 
Personen sie jedoch zur Geltendmachung, Ausübung oder Ver-
teidigung von Rechtsansprüchen benötigen oder

d) � wenn die betroffenen Personen der Verarbeitung widersprochen ha-
ben, solange nicht feststeht, ob die berechtigten Gründe des Unter-
nehmens gegenüber denen der betroffenen Personen überwiegen.

(2)  Machen die betroffenen Personen ihr Recht auf Einschränkung 
der Verarbeitung geltend, werden die Daten währenddessen nur noch 
verarbeitet:

a) � mit Einwilligung der betroffenen Personen,

b) � zur Geltendmachung, Ausübung oder Verteidigung von Rechts-
ansprüchen,

c) � zum Schutz der Rechte einer anderen natürlichen oder juristischen 
Person oder 

d) � aus Gründen eines wichtigen öffentlichen Interesses der Europäi-
schen Union oder eines ihrer Mitgliedstaaten. 

(3) � Betroffene Personen, die eine Einschränkung der Verarbeitung 
erwirkt haben, werden vom Unternehmen unterrichtet, bevor die 
Einschränkung aufgehoben wird.

Art. 24b  Löschung

(1)  1Personenbezogene Daten werden unverzüglich gelöscht, wenn 
die Erhebung oder Verarbeitung von Anfang an unzulässig war, die 
Verarbeitung sich auf Grund nachträglich eingetretener Umstände als 
unzulässig erweist oder die Kenntnis der Daten durch das Unterneh-
men zur Erfüllung des Zwecks der Verarbeitung nicht mehr erforderlich 
ist. 2Eine Löschung erfolgt auch, wenn sie zur Erfüllung einer rechtli-
chen Verpflichtung erforderlich ist oder wenn die personenbezogenen 
Daten in Bezug auf angebotene Dienste der Informationsgesellschaft 
an ein Kind gemäß Art. 8 Abs. 1 der Datenschutz-Grundverordnung 
erhoben worden sind.

(2)  1Die Prüfung des Datenbestandes auf die Notwendigkeit einer Lö-
schung nach Absatz 1 erfolgt in regelmäßigen Abständen, mindestens 

einmal jährlich. 2Auf Verlangen der betroffenen Person wird unverzüg-
lich geprüft, ob die von dem Verlangen erfassten Daten zu löschen 
sind.

(3)  1Eine Löschung nach Absatz 2 erfolgt nicht, soweit die Daten er-
forderlich sind: 

a) � zur Erfüllung einer rechtlichen Verpflichtung des Unternehmens, 
insbesondere zur Erfüllung gesetzlicher Aufbewahrungspflichten, 

b) � für die in Artikel 10 genannten Verarbeitungen für statistische Zwecke, 

c) � für im öffentlichen Interesse liegende Archivzwecke, wissenschaft-
liche oder historische Forschungszwecke (z. B. zur Aufarbeitung 
des Holocaust) oder 

d) � zur Geltendmachung, Ausübung oder Verteidigung von Rechts-
ansprüchen.

2Eine Löschung von Daten unterbleibt auch dann, wenn die Daten 
nicht automatisiert verarbeitet werden, sie wegen der besonderen Art 
der Speicherung nicht oder nur mit unverhältnismäßigem Aufwand 
gelöscht werden können und das Interesse der betroffenen Perso-
nen an der Löschung als gering anzusehen ist. 3In diesem Fall oder 
wenn personenbezogene Daten nur noch zur Erfüllung gesetzlicher 
Aufbewahrungspflichten gespeichert werden müssen, wird deren Ver-
arbeitung nach dem Grundsatz der Datenminimierung eingeschränkt. 

Art. 24c � Benachrichtigungen über Berichtigung, Einschränkung 
der Verarbeitung und Löschung

(1)  1Das Unternehmen benachrichtigt alle Empfänger, insbesondere 
Rückversicherer und Versicherungsvertreter über eine auf Verlangen 
der betroffenen Person erforderliche Berichtigung, Einschränkung der 
Verarbeitung oder Löschung der Daten, es sei denn, dies erweist sich 
als unmöglich oder ist mit einem unverhältnismäßigen Aufwand ver-
bunden. 2Das ist zum Beispiel auch der Fall, wenn der Empfänger 
die Daten aufgrund einer vertraglichen Vereinbarung bereits gelöscht 
haben muss. 3Auf Verlangen unterrichtet das Unternehmen die be-
troffene Person über diese Empfänger.

(2)  Soweit die Berichtigung, Löschung oder Sperrung der Daten auf-
grund eines Verlangens der betroffenen Personen erfolgte, werden 
diese nach der Ausführung hierüber unterrichtet.

(3)  Sonstige Mitteilungspflichten bei Berichtigungen oder Löschun-
gen personenbezogener Daten sowie bei Einschränkungen der Ver-
arbeitung ohne Verlangen der betroffenen Person bleiben hiervon 
unberührt.

Art. 24d  Frist
1Das Unternehmen kommt den Rechten gemäß Art. 23 bis 24b dieser 
Verhaltensregeln möglichst unverzüglich, jedenfalls innerhalb eines 
Monats nach Eingang des Antrags auf Ausübung des Rechts der be-
troffenen Person nach. 2Die Frist kann um weitere 2 Monate verlängert 
werden, wenn dies unter Berücksichtigung der Komplexität und der 
Anzahl von Anträgen erforderlich ist. 3In diesem Fall unterrichtet das 
Unternehmen die betroffene Person innerhalb eines Monats nach Ein-
gang des Antrags über die Fristverlängerung und nennt die Gründe 
für die Verzögerung.

IX.  EINHALTUNG UND KONTROLLE

Art. 25  Verantwortlichkeit 

(1)  Die Unternehmen gewährleisten als Verantwortliche, dass die An-
forderungen des Datenschutzes und der Datensicherheit beachtet 
werden. 

(2)  1Beschäftigte, die mit der Verarbeitung personenbezogener Daten 
betraut sind, werden zur Vertraulichkeit hinsichtlich personenbezoge-
ner Daten, zur Einhaltung des Datenschutzes und der diesbezüglichen 
Weisungen des Unternehmens sowie zur Wahrung gesetzlicher Ge-
heimhaltungspflichten verpflichtet. 2Sie werden darüber unterrichtet, 
dass Verstöße gegen datenschutzrechtliche Vorschriften auch als 
Ordnungswidrigkeit geahndet oder strafrechtlich verfolgt werden und 
Schadensersatzansprüche nach sich ziehen können. 3Verletzungen 
datenschutzrechtlicher Vorschriften durch Beschäftigte können ent-
sprechend dem jeweils geltenden Recht arbeitsrechtliche Sanktionen 
nach sich ziehen. 

(3)  Die Verpflichtung der Beschäftigten nach Absatz 2 Satz 1 gilt auch 
über das Ende des Beschäftigungsverhältnisses hinaus.

Art. 26  Transparenz

(1)  1Texte, die sich an betroffene Personen richten, werden informativ, 
transparent, verständlich und präzise sowie in klarer und einfacher 
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Sprache formuliert. 2Sie werden den betroffenen Personen in leicht 
zugänglicher Form zur Verfügung gestellt. 

(2)  1Die Unternehmen führen ein Verzeichnis über die eingesetzten 
Datenverarbeitungsverfahren (Verarbeitungsverzeichnis). 2Sie ma-
chen es den Datenschutz-Aufsichtsbehörden auf Anforderung zu-
gänglich. 3Überdies ist das Verarbeitungsverzeichnis eine interne 
Grundlage der Unternehmen zur Erfüllung der Informations- und Aus-
kunftspflichten gegenüber den betroffenen Personen. 

Art. 26a  Datenschutz-Folgenabschätzung

(1)  Die Unternehmen prüfen insbesondere vor dem erstmaligen oder 
maßgeblich erweiterten Einsatz folgender Verarbeitungen die Erfor-
derlichkeit einer Datenschutz-Folgenabschätzung:

a) � Verfahren mit automatisierten Einzelentscheidungen, die sich auf Ver-
fahren zur systematischen und umfassenden Auswertung mehrerer 
persönlicher Merkmale der betroffenen Personen stützen, wenn sie 
eine Rechtswirkung gegenüber den betroffenen Personen entfalten 
oder diese in ähnlicher Weise erheblich beeinträchtigen, wie beispiels-
weise Verfahren zur automatisierten Risiko- oder Leistungsprüfung.

b) � Verfahren mit umfangreichen Verarbeitungen besonderer Katego-
rien von personenbezogenen Daten, zum Beispiel Verfahren zur 
Risiko- oder Leistungsprüfung in der Krankenversicherung, zur 
Risikoprüfung in der Lebensversicherung oder zur Leistungsprü-
fung in der Berufsunfähigkeitsversicherung oder 

c) � Verfahren zur Prämienberechnung unter Verwendung verhaltens-
basierter Daten betroffener Personen (z. B. für sog. Telematiktarife 
in der Kraftfahrtversicherung oder mit Daten aus Wearables).

(2)  1Die Entscheidung darüber, ob eine Datenschutzfolgenabschät-
zung vorgenommen wird oder nicht und die Gründe dafür werden 
dokumentiert. 2Die Unternehmen stellen durch geeignete organisa-
torische Maßnahmen sicher, dass bei der Durchführung der Daten-
schutz-Folgenabschätzungen der Rat der Beauftragten für den Da-
tenschutz eingeholt wird. 

Art. 27  Beauftragte für den Datenschutz

(1)  1Die Unternehmen oder eine Gruppe von Versicherungs- und Finanz-
dienstleistungsunternehmen benennen entsprechend den gesetzlichen 
Vorschriften Beauftragte für den Datenschutz. 2Sie sind weisungsun
abhängig und überwachen die Einhaltung der anwendbaren nationalen 
und internationalen Datenschutzvorschriften sowie dieser Verhaltens
regeln. 3Das Unternehmen trägt der Unabhängigkeit vertraglich Rechnung.

(2)  Die Beauftragten überwachen die Einhaltung der Datenschutz-
Grundverordnung und anderer datenschutzrechtlicher Vorschriften 
einschließlich der im Unternehmen bestehenden Konzepte für den 
Schutz personenbezogener Daten und werden zu diesem Zweck vor 
der Einrichtung oder nicht nur unbedeutenden Veränderung eines Ver-
fahrens zur automatisierten Verarbeitung personenbezogener Daten 
rechtzeitig unterrichtet und wirken hieran beratend mit.

(3)  1Dazu können sie in Abstimmung mit der jeweiligen Unterneh-
mensleitung alle Unternehmensbereiche zu den notwendigen Daten-
schutzmaßnahmen veranlassen. 2Insoweit haben sie ungehindertes 
Kontrollrecht im Unternehmen.

(4)  Die Beauftragten für den Datenschutz unterrichten und beraten die 
Unternehmen und die bei der Verarbeitung personenbezogener Daten 
tätigen Beschäftigten über die jeweiligen besonderen Erfordernisse 
des Datenschutzes.

(5)  1Daneben können sich alle betroffenen Personen jederzeit mit An-
regungen, Anfragen, Auskunftsersuchen oder Beschwerden im Zu-
sammenhang mit Fragen des Datenschutzes oder der Datensicherheit 
auch an die Beauftragten für den Datenschutz wenden. 2Anfragen, 
Ersuchen und Beschwerden werden vertraulich behandelt. 3Die für 
die Kontaktaufnahme erforderlichen Daten werden in geeigneter Form 
bekannt gegeben.

(6)  Die für den Datenschutz verantwortlichen Geschäftsführungen 
der Unternehmen unterstützen die Beauftragten für den Datenschutz 
bei der Ausübung ihrer Tätigkeit und arbeiten mit ihnen vertrauens-
voll zusammen, um die Einhaltung der anwendbaren nationalen und 
internationalen Datenschutzvorschriften und dieser Verhaltensregeln 
zu gewährleisten. 

(7)  Die Unternehmen stellen den Datenschutzbeauftragten die für die 
Aufgabenerfüllung und die zur Erhaltung des Fachwissens erforder-
lichen Ressourcen zur Verfügung.

(8)  1Die Datenschutzbeauftragten arbeiten mit der für das Unter-
nehmen zuständigen Aufsichtsbehörde zusammen. 2Sie können sich 
dazu jederzeit mit der jeweils zuständigen datenschutzrechtlichen 

Aufsichtsbehörde vertrauensvoll beraten und stehen der Aufsichts-
behörde in allen Angelegenheiten des Datenschutzes als Ansprech-
partner zur Verfügung.

Art. 28  Beschwerden und Reaktion bei Verstößen

(1)  1Die Unternehmen werden Beschwerden von Versicherten oder 
sonstigen betroffenen Personen wegen Verstößen gegen datenschutz-
rechtliche Regelungen sowie diese Verhaltensregeln unverzüglich bear-
beiten und innerhalb einer Frist von einem Monat beantworten oder einen 
Zwischenbescheid geben. 2Ein Bericht über die ergriffenen Maßnahmen 
kann auch noch bis zu drei Monaten nach Antragstellung erteilt werden, 
wenn diese Fristverlängerung unter Berücksichtigung der Komplexität 
und der Anzahl von Anträgen erforderlich ist. 3Die für die Kontaktaufnah-
me erforderlichen Daten werden in geeigneter Form bekannt gegeben. 
4Kann der verantwortliche Fachbereich nicht zeitnah Abhilfe schaffen, hat 
er sich umgehend an den Beauftragten für den Datenschutz zu wenden. 

(2)  Die Geschäftsführungen der Unternehmen werden bei begründe-
ten Beschwerden so schnell wie möglich Abhilfe schaffen. 

(3)  1Sollte dies einmal nicht der Fall sein, können sich die Beauftrag-
ten für den Datenschutz an die zuständige Aufsichtsbehörde für den 
Datenschutz wenden. 2Sie teilen dies den betroffenen Personen unter 
Benennung der zuständigen Aufsichtsbehörde mit.

Art. 29 � Meldung von Verletzungen des Schutzes personen- 
bezogener Daten

(1)  1Im Falle einer Verletzung des Schutzes personenbezogener 
Daten, z. B. wenn sie unrechtmäßig übermittelt worden oder Dritten 
unrechtmäßig zur Kenntnis gelangt sind, informieren die Unternehmen 
unverzüglich und möglichst binnen 72 Stunden, nachdem ihnen die 
Verletzung bekannt wurde, die zuständige Aufsichtsbehörde, es sei 
denn, die Verletzung führt voraussichtlich nicht zu einem Risiko für 
die Rechte und Freiheiten der betroffenen Personen. 2Risiken für die 
Rechte und Freiheiten betroffener Personen bestehen insbesondere 
dann, wenn zu befürchten ist, dass die Verletzung zu einem Identitäts-
diebstahl, einem finanziellen Verlust oder einer Rufschädigung führt.

(2)  1Das Unternehmen dokumentiert Verletzungen des Schutzes per-
sonenbezogener Daten einschließlich aller im Zusammenhang damit 
stehenden Fakten, Auswirkungen und ergriffenen Abhilfemaßnahmen. 
2Diese Dokumentation ermöglicht der Aufsichtsbehörde die Überprü-
fung der Einhaltung der Bestimmungen dieses Artikels.

(3)  1Die betroffenen Personen werden benachrichtigt, wenn die Da-
tenschutzverletzung voraussichtlich ein hohes Risiko für ihre persön-
lichen Rechte und Freiheiten zur Folge hat. 2Dies erfolgt unverzüglich. 
3Dabei wird entsprechend der Gefahrenlage entschieden, ob zunächst 
Maßnahmen zur Sicherung der Daten oder zur Verhinderung künftiger 
Verletzungen ergriffen werden. 4Würde eine Benachrichtigung unver-
hältnismäßigen Aufwand erfordern, z. B. wegen der Vielzahl der be-
troffenen Fälle oder wenn eine Feststellung der betroffenen Personen 
nicht in vertretbarer Zeit oder mit vertretbarem technischem Aufwand 
möglich ist, tritt an ihre Stelle eine Information der Öffentlichkeit. 

(4)  1Die Benachrichtigung der betroffenen Personen unterbleibt, wenn 
der Verantwortliche durch geeignete technische und organisatorische 
Maßnahmen sichergestellt hat, dass das hohe Risiko für die Rechte 
und Freiheiten der betroffenen Personen aller Wahrscheinlichkeit nach 
nicht oder nicht mehr besteht. 2Die Benachrichtigung der betroffe-
nen Personen unterbleibt auch, soweit durch die Benachrichtigung 
Informationen offenbart würden, die nach einer Rechtsvorschrift oder 
ihrem Wesen nach, insbesondere wegen der überwiegenden berech-
tigten Interessen eines Dritten, geheim gehalten werden müssen, 
es sei denn, dass die Interessen der betroffenen Personen an der 
Benachrichtigung, insbesondere unter Berücksichtigung drohender 
Schäden, gegenüber dem Geheimhaltungsinteresse überwiegen. 

(5)  Die Benachrichtigung der betroffenen Personen beschreibt 
in klarer einfacher Sprache die Art der Verletzung des Schutzes 
personenbezogener Daten und enthält zumindest: 

a) � den Namen und die Kontaktdaten des Datenschutzbeauftragten 
oder einer sonstigen Anlaufstelle für weitere Informationen,

b) � eine Beschreibung der wahrscheinlichen Folgen der Verletzung 
des Schutzes personenbezogener Daten, 

c) � eine Beschreibung der vom Unternehmen ergriffenen oder vorge-
schlagenen Maßnahmen zur Behebung der Verletzung des Schut-
zes personenbezogener Daten und gegebenenfalls Maßnahmen 
zur Abmilderung ihrer möglichen nachteiligen Auswirkungen.

(6)  Die Unternehmen verpflichten ihre Auftragsverarbeiter, sie unver-
züglich über Vorfälle nach Absatz 1 bei diesen zu unterrichten.
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(7)  1Die Unternehmen erstellen ein Konzept für den Umgang mit 
Verletzungen des Schutzes personenbezogener Daten. 2Sie stellen 
sicher, dass alle Verletzungen den betrieblichen Datenschutzbeauf-
tragten zur Kenntnis gelangen. 3Die betrieblichen Datenschutzbeauf-
tragten berichten unmittelbar der höchsten Managementebene des 
Unternehmens.

X.  FORMALIA

Art. 30  Beitritt

(1)  1Die Unternehmen, die diesen Verhaltensregeln beigetreten sind, 
verpflichten sich zu deren Einhaltung ab dem Zeitpunkt des Beitritts. 
2Der Beitritt der Unternehmen wird vom GDV dokumentiert und in ge-
eigneter Form bekanntgegeben.

(2)  Versicherungsnehmer, deren Verträge vor dem Beitritt des Unter-
nehmens zu diesen Verhaltensregeln bereits bestanden, werden über 
den Beitritt zu diesen Verhaltensregeln über den Internetauftritt des 
Unternehmens sowie spätestens mit der nächsten Vertragspost in 
Textform informiert. 

(3)  1Hat ein Unternehmen seinen Beitritt zu diesen Verhaltensregeln 
erklärt, ist die jeweils gültige Fassung wirksam. 2Eine Rücknahme des 
Beitritts ist jederzeit möglich durch Erklärung gegenüber dem GDV. 
3Wenn ein Unternehmen die Rücknahme des Beitritts erklärt, wird dies 
durch die Löschung des Unternehmens in der Beitrittsliste vom GDV 
dokumentiert und in Form einer aktualisierten Beitrittsliste in geeig-
neter Weise bekannt gegeben. 4Das Unternehmen wird zudem die 
für das Unternehmen zuständige Datenschutzbehörde und die Ver-
sicherten über die Rücknahme informieren.

Art. 31  Evaluierung

Diese Verhaltensregeln werden bei jeder ihren Regelungsgehalt be-
treffenden Rechtsänderung in Bezug auf diese, spätestens aber drei 
Jahre nach Anwendungebeginn der DatenschutzGrundverordnung 
insgesamt evaluiert.

Art. 32  Inkrafttreten

Diese Fassung der Verhaltensregeln gilt ab dem 1. August 2018 und 
ersetzt die Fassung vom 7. September 2012.
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TA 19 210716 GEDL

Übersicht der Dienstleister
der Generali Deutschland Lebensversicherung AG
gemäß Art. 21 und 22 der Verhaltensregeln zum Umgang mit personenbezogenen Daten

Die Liste der Dienstleister gibt Ihnen einen Einblick, mit welchen Dienstleistern wir zusammenarbeiten. Ihre personenbezogenen Daten werden selbst-
verständlich nur im Einzelfall und bei Bedarf unter Beachtung der gesetzlichen Anforderungen an einzelne Dienstleister übermittelt. Dienstleister, die 
nur einmalig für uns tätig werden oder bei denen die Datenverarbeitung nicht Hauptgegenstand des Vertrages ist, werden in Kategorien genannt.

Dienstleister, die für uns im Einzelfall Ihre Gesundheitsdaten und weitere gesetzlich geschützte Daten verarbeiten, sind in einer separaten Über-
sicht benannt.

Dienstleister, die im Wege der Auftragsverarbeitung für uns tätig sind:

Dienstleister Gegenstand/Zweck der Beauftragung

ATLAS Dienstleistungen für Vermögensberatung GmbH Dienstleistungen, z. B. 
Antragserfassung, Provisionsverteilung, Abrechnung für die Deutsche 
Vermögensberatung, IT-Betreuung

Deutsche Bausparkasse Badenia AG –	 Immobilienkredite
–	 Sicherungsvermögen
–	 Darlehensgeschäft

European Bank for Fund Services GmbH Depotführung

GDV Dienstleistungs-GmbH −	� Datentransfer mit Vermittlern und Dienstleistern zur Erfüllung gesetzlicher 
Meldepflichten sowie

−	� unterstützende Tätigkeit im Rahmen des Unfallmeldedienstes

Generali Deutschland AG –	 Leistungsbearbeitung im Schadenfall
–	 Schadenmanagement
–	 Beratung und Unterstützung im Zusammenhang mit der Erbringung 

von IT- und Telekommunikations-Leistungen

Generali Deutschland Services GmbH −	� Abwicklung Zahlungsverkehr
−	� Druck, Versand und Logistik einschließlich Scannen der Eingangspost
−	� Schriftverkehr mit Kunden und Vertriebspartnern
−	� Unterstützung beim Kundenservice

Generali Operations Service Platform S.r.l., 
Zweigniederlassung Deutschland

Diverse IT-Dienstleister

Erbringung von IT- und Telekommunikations-Leistungen, u. a.
−	� Bereitstellung von Hard- und Software
−	� Betrieb eines Rechenzentrums
−	� Netzwerk-Betrieb
−	� Telekommunikation
−	� Beratung und Unterstützung

VVS Vertriebsservice für Vermögensberatung GmbH Vertriebsunterstützung undVerkaufsförderung

Adressermittler Berichtigung Adressbestände

Akten- und Datenvernichter Entsorgung von Akten und Datenträgern

IT- und Telekommunikationsunternehmen, IT-Berater −	� IT- und Telekommunikations-Leistungen
−	 Beratung

Letter-Shops, Post- und Paketdienste, Druckereien −	 Serienbrief-Erstellung
−	 Druck und Versand

Markt- und Meinungsforschungsunternehmen −	� Kundenzufriedenheitsbefragungen
−	� Markt- und Meinungsforschung
−	 Marketingaktivitäten

Übersetzer Übersetzungen

Wirtschaftsauskunfteien Einholung von Auskünften bei Antragstellung und bei der Leistungsbearbeitung
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Dienstleister, die für uns Datenverarbeitung ohne Auftragsverarbeitung erbringen:

Dienstleister Gegenstand/Zweck der Beauftragung

Beratungsunternehmen Unternehmensberatung

Generali Deutschland AG Erbringung von Leistungen, u. a.
−	 Konzernrevision
−	 Recht und Datenschutzbeauftragter
−	 Kundenmanagement und -marketing
−	 Fachliche Systementwicklung
−	 Controlling
−	 Rechnungswesen

Ärzte, Psychologen, Psychiater, Rückversicherer und 
allgemeine Gutachter/Sachverständige

−	� (Sachverständigen-)Gutachten bei Antragsstellung, im Leistungsfall
−	 Medizinische Untersuchungen

Inkasso-Unternehmen Forderungseinzug

Rechtsanwälte Anwaltliche Leistungen

Reha-Dienste, Dienstleister für Hilfs- und Pflege
leistungen, Krankenhäuser, Mobilitätsdienstleister

Assistance-Leistungen

Wirtschaftsprüfer Buchprüfung

Europ Assistance Services GmbH Vermittlung von Dienstleistungen in Zusammenhang mit Pflegefällen

Gemeinsame Verarbeitung von Daten innerhalb der Unternehmensgruppe

Konzerngesellschaften, die in gemeinsamen Datenbanken Ihre Stammdaten (z. B. Name und Anschrift) verarbeiten und die gemeinsame Daten-
verarbeitungsverfahren nutzen (Art. 9 der Verhaltensregeln zum Umgang mit personenbezogenen Daten):

–	 Advocard Rechtsschutzversicherung AG
–	 Deutsche Bausparkasse Badenia AG
–	 ENVIVAS Krankenversicherung AG
–	 Europ Assistance Service GmbH
–	 Generali Deutschland AG
–	 Generali Deutschland Gesellschaft für bAV mbH
–	 Generali Deutschland Krankenversicherung AG
–	 Generali Deutschland Pensionskasse AG
–	 Generali Deutschland Pensor Pensionsfonds AG
–	 Generali Deutschland Services GmbH
–	 Generali Deutschland Unterstützungskasse e. V.
–	 Generali Deutschland Versicherung AG
–	 Generali Pensionsfonds AG
–	 Generali Pensions- und SicherungsManagement GmbH
–	 Generali Treuhand e. V.
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TA 14 210716 GEDL

Die Generali Deutschland Lebensversicherung AG arbeitet unter Verwendung von Gesundheitsdaten und weiterer nach § 203 StGB geschützter 
Daten derzeit mit den folgenden Stellen (Unternehmen/Personen) zusammen:

Unternehmen/Dienstleister Übertragene Aufgaben

ATLAS Dienstleistungen für Vermögensberatung GmbH Dienstleistungen, z. B. Antragserfassung , Provisionsverteilung, 
Abrechnung für die Deutsche Vermögensberatung, IT-Betreuung

Deutsche Bausparkasse Badenia AG −	 Immobilienkredite
−	 Sicherungsvermögen
−	 Darlehensgeschäft

Europ Assistance Services GmbH Vermittlung von Dienstleistungen in Zusammenhang mit Pflegefällen

GDV Dienstleistungs-GmbH −	 Datentransfer mit Vermittlern und Dienstleistern zur Erfüllung 
gesetzlicher Meldepflichten

−	 unterstützende Tätigkeit im Rahmen des Unfallmeldedienstes

Generali Deutschland AG Erbringung von Leistungen, u. a.
−	 Konzernrevision
−	 Recht und Datenschutzbeauftragter
−	 Kundenmanagement & -marketing
–	 Fachliche Systementwicklung
−	 Controlling
−	 Rechnungswesen
−	 Erbringung von IT- und Telekommunikations-Leistungen, hier v. a. 

Beratung und Unterstützung

Generali Deutschland Gesellschaft für bAV mbH Betriebliche Altersversorgung, z. B. versicherungsmathematische Gut-
achten zu Pensionszusagen, Ausarbeitung Versorgungsordnungen

Generali Operations Service Platform S.r.l.,
Zweigniederlassung Deutschland

Diverse IT-Dienstleister

Erbringung von IT- und Telekommunikations-Leistungen, u. a.
−	 Bereitstellung von Hard- und Software
−	 Betrieb eines Rechenzentrums
−	 Netzwerk-Betrieb
−	 Telekommunikation
−	 Beratung und Unterstützung

Generali Deutschland Krankenversicherung AG Leistungsbearbeitung bei Krankentagegeld

Generali Deutschland Services GmbH –	 Abwicklung Zahlungsverkehr
−	 Druck, Versand und Logistik einschließlich Scannen der Eingangs-

post
−	 Schriftverkehr mit Kunden und Vertriebspartnern
–	 Unterstützung beim Kundenservice

Gesamtverband der Deutschen Versicherungswirtschaft e. V. (GDV) Führen von Branchenstatistiken

VVS Vertriebsservice für Vermögensberatung GmbH Vertriebsunterstützung und Verkaufsförderung

Nicht zum Konzern gehörende Versicherungsunternehmen Konsortialgeschäft federführend und nicht-federführend
–	 im Rahmen des Übertragungsabkommens bAV
–	 im Rahmen des Versorgungsausgleichs

Anlage zur Einwilligungs- und Schweigepflichtentbindungserklärung
Liste der Dienstleister
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Darüber hinaus arbeitet die Generali Deutschland Lebensversicherung AG mit folgenden Stellen zusammen, die Gesundheitsdaten und weitere 
nach § 203 StGB geschützte Daten erheben, verarbeiten und nutzen:

Stellen Tätigkeiten

Adressermittler Berichtigung Adressbestände

Akten- und Datenvernichter Entsorgung von Akten und Datenträgern

Ärzte, Psychologen, Psychiater, Rückversicherer und allgemeine 
Gutachter/Sachverständige

−	 (Sachverständigen-)Gutachten bei Antragstellung, im Leistungsfall
−	 medizinische Untersuchungen

Behörden, z. B. Gericht, Finanzamt –	 Verfahren im Rahmen des Versorgungsausgleichs
−	 Abführung von Kapitalertragsteuer
−	 Bearbeitung von Rentenbezugsmitteilungen

Beratungsunternehmen Unternehmensberatung

IT- und Telekommunikations-Unternehmen, IT-Berater –	 IT- und Telekommunikationsdienstleistungen
−	 Beratung

Letter-Shops, Post- und Paketdienste, Druckereien −	 Serienbrief-Erstellung 
−	 Druck und Versand

Markt- und Meinungsforschungsunternehmen –	 Kundenzufriedenheitsbefragungen
−	 Markt- und Meinungsforschung
−	 Marketingaktivitäten

Rechtsanwälte Anwaltliche Leistungen

Reha-Dienste, Dienstleister für Hilfs- und Pflegeleistungen, 
Krankenhäuser, Mobilitätsdienstleister

Assistance-Leistungen

Übersetzer Übersetzungen

Wirtschaftsauskunfteien Einholung von Auskünften bei Antragstellung und bei der 
Leistungsbearbeitung

Wirtschaftsprüfer Buchführung
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